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embodiment of the present imnvention, the problem of net-
work overload can be prevented by reducing signaling
overhead when processing small packets, which are gener-
ated intermittently, in the mobile communication system,
and an apparatus and a method for enhancing battery per-
formance 1n the user equipment can be eflectively provided.

20 Claims, 19 Drawing Sheets

(51) Int. CL
HO4W 76/28 (2018.01)
HO4W 48/20 (2009.01)
HO4W 74/08 (2009.01)
HO4W 28/06 (2009.01)
HO4W 12/02 (2009.01)
HO4W 52/02 (2009.01)
HO4W 36/00 (2009.01)
HO4W 36/04 (2009.01)
HOAW 84/04 (2009.01)
HO4W 12/10 (2009.01)
HO4W 92/00 (2009.01)
HOAW 40/02 (2009.01)

(52) U.S. CL
CPC ... HO4W 36/0083 (2013.01); HO4W 36/04

(2013.01); HO4W 48/20 (2013.01); HO4W
52/0216 (2013.01); HO4W 72/10 (2013.01);
HO4W 74/08 (2013.01); HO4W 76/28
(2018.02); HO4W 12/10 (2013.01); HOAW
40/02 (2013.01); HO4W 52/0254 (2013.01);
HO4W 84/045 (2013.01); HOAW 92/00
(2013.01); Y02D 70/00 (2018.01); YO2D
70/1242 (2018.01); YO2D 70/1262 (2018.01);
YO2D 70/1264 (2018.01); YO2D 70/14
(2018.01); YO2D 70/23 (2018.01); YO2D 70/24
(2018.01)

(58) Field of Classification Search
CPC ............. HO4W 36/0083; HO4W 36/04; HO4W
52/0216; HO4W 72/10; HO4W 74/08
See application file for complete search history.

(56) References Cited
U.S. PATENT DOCUMENTS

9,622,164 B2 4/2017 Kim .ooovvviviiviniannnn, HO4W 48/20
9,749,904 B1* 82017 Zhang ............... HO4W 36/0022
2004/0229626 Al  11/2004 Y1 et al.
2008/0031128 Al 2/2008 Jang et al.
2008/0102749 Al 5/2008 Becker
2009/0015408 Al 1/2009 Asai et al.
2009/0025060 Al 1/2009 Mukherjee et al.
2009/0154408 Al 6/2009 Jeong et al.
2009/0163211 Al 6/2009 Kitazoe et al.
2009/0221289 Al 9/2009 Xu et al.
2009/0232118 Al 9/2009 Wang et al.
2009/0238117 Al 9/2009 Somasundaram et al.
2009/0257353 A1 10/2009 Song et al.
2009/0320100 A1 12/2009 Kitazoe
2010/0075667 Al1* 3/2010 Nakamata ......... HO4W 36/0055
455/432.3
2010/0135159 Al 6/2010 Chun et al.
2010/0265867 Al  10/2010 Becker et al.
2012/0039472 Al1*  2/2012 Liu .ooovvivvvvnannn.. HO4W 12/04
380/270
2012/0147830 Al 6/2012 Lohr et al.
2012/0269099 Al1* 10/2012 Chin ......cccovvnvenen, HO41. 65/1016
370/259

2012/0302196 Al* 11/2012 Chin ................... HO4L 65/1016
455/404.1
2013/0021940 Al* 1/2013 Keskitalo .......... HO4W 36/0088
370/252
2013/0100895 Al* 4/2013 Aghili ......ooovvninnnnns, H04W 4/00
370/329
2013/0308545 Al* 1172013 Lee .coovvvvvvvvnnnnnnnnn, HO04W 4/005
370/328

FOREIGN PATENT DOCUMENTS

KR 10-2006-0117159 11/2006
KR 10-2007-0009333 1/2007
KR 10-2008-0012443 A 2/2008
KR 10-2009-0038752 A 4/2009
KR 10-2009-0086441 A 8/2009
KR 10-2010-0108459 A 10/2010
KR 10-2010-0126509 A 12/2010
WO 2011039636 A2 4/2011

OTHER PUBLICAITONS

Extended European Search Report dated Aug. 26, 2014 in connec-

tion with European Patent Application No. 12770987, 7 pages.
3GPP TSG SA WG2 Meeting #84; “M2M: Small data transmission
using optimised SMS”; Apr. 11-15, 2011, Bratislava, Slovakia; 4

pages.

International Search Report dated Oct. 30, 2012 in connection with
International Patent Application No. PCT/KR2012/002726, 3 pages.
Written Opinion of International Searching Authority dated Oct. 30,
2012 1n connection with International Patent Application No. PCT/
KR2012/002726, 4 pages.

Catt, “Short Data Transferring in LTE_IDLE”, 3GPP TSG-RAN?2
Meeting #50, R2-060082, Jan. 2006, 2 pages.

European Patent Oflice, “European Search Report,” Application No.
EP 17 18 0373, dated Aug. 25, 2017, 7 pages.

Japan Patent Oflice, “Notification of Reasons for Refusal,” Appli-
cation No. JP 2016-209811, dated Oct. 16, 2017, 7 pages.

Korean Intellectual Property Oflice, “Oflice Action,” Application
No. KR 10-2012-0037248, dated Nov. 13, 2017, 12 pages.

3GPP TS 36.304 V10.1.0 (Mar. 2011), 3rd Generation Partnership
Project; Technical Specification Group Radio Access Network;
Evolved Universal Terrestrial Radio Access (E-UTRA); User Equip-
ment (UE) procedures 1n 1dle mode (Release 10), 34 pages.
3GPP TS 36.331 V10.1.0 (Mar. 2011), 3rd Generation Partnership
Project; Technical Specification Group Radio Access Network;
Evolved Universal Terrestrial Radio Access (E-UTRA); Radio
Resource Control (RRC); Protocol specification (Release 10), 290
pages.

Huawel, Hisilicon, “Remaining i1ssues regarding RLF reporting for
MDT,” R2-111239, 3GPP TSG-RAN WG2 Meeting #73, Taipel,
Feb. 21-25, 2011, 3 pages.

Huawel, Hisilicon, “Extension to Radio Link Failure reporting for
MDT and MRO,” R2-110101, 3GPP TSG-RAN WG2 Meeting
#72bis, Dublin, Ireland, Jan. 17-21, 2011, 5 pages.

LG Electronics Inc., “Clarification on cell reselection when camp-

ing on a CSG cell with dedicated priorities other than the serving
frequency,” R2-112393, 3GPP TSG-RAN WG2 Meeting #73bis,

Shanghai, China, Apr. 11-15, 2011, 5 pages.

3rd Generation Partnership Project; Technical Specification Group
Radio Access Network; Evolved Universal Terrestrial Radio Access
(E-UTRA); Physical layer procedures (Release 10), DRAFT3GPP
TS 36.213 Va.1.0, (Mar. 2011), Mar. 24, 2011, 114 pages.

LG Electronics, “Remaining Details on Transmission Mode 97,
3GPP TSG RAN WGI1 Meeting #63, Oct. 15-19, 2010, 5 pages,

R1-106322.

Nokia et al., “Remaining details of transmission mode 9 control
signaling”, 3GPP TSG-RAN WG1 Meeting #63, Nov. 15-19, 2010,
4 pages, R1-106206.

Office Action dated Mar. 28, 2018 in connection with Korean Patent
Application No. 10-2012-0035969.

European Search Report dated Jan. 22, 2018 in connection with
FEuropean Patent Application No. 17 19 8131.




US 10,362,621 B2
Page 3

(56) References Cited
OTHER PUBLICATIONS

Korean Intellectual Property Office Oflice Action regarding Appli-
cation No. 10-2012-0037390, dated Jun. 15, 2018, 7 pages.
Korean Intellectual Property Oflice Decision on Patent regarding
Application No. 10-2012-0037355, dated Jun. 21, 2018, 4 pages.
Korean Intellectual Property Oflice Oflice Action regarding Appli-
cation No. 10-2018-0084120, dated Aug. 10, 2018, 9 pages.

“3rd Generation Partnership Project; Technical Specification Group
Radio Access Network; Evolved Universal Terrestrial Radio Access
(E-UTRA); Medium Access Control (MAC) protocol specification
(Release 10)”, 3GPP TS 36.321 V10.1.0, Mar. 2011, 53 pages.
Pantech, “Discussion on ICO handover”, 3GPP TSG-RAN WG?2
Meeting #73bis, R2-112268, Apr. 2011, 2 pages.

Korean Intellectual Property Oflice, “Oflice Action,” Application
No. KR 10-2018-0113089, dated Sep. 27, 2018, 7 pages.

Korean Intellectual Property Oflice, “Decision of Patent,” Applica-
tion No. KR 10-2012-0036220, dated Nov. 9, 2018, 4 pages.
Korean Intellectual Property Office, “Decision of Patent,” Applica-
tton No. KR 10-2012-0037390, dated Dec. 12, 2018, 5 pages.
Korean Intellectual Property Oflice, “Oflice Action,” Application
No. KR 10-2018-0084120, dated Apr. 1, 2019, 10 pages.
European Patent Oflice, “European Search Report,” Application No.
EP 19160842.1, dated Mar. 27, 2019, 11 pages.

Samsung, “Enhancement of FDM solution scope for in-device
coexistence,” R2-110409, 3GPP TSG-RAN WG2 #72bis, Dublin,
Ireland, Jan. 17-21, 2011, 2 pages.

Rapporteur of email discussion (Nokia Corporation), “ANR email
discussion report,” R2-083000, 3GPP TSG-RAN WG2 RRC Adhoc,
Sophia Antipolis, France, Jun. 5-6, 2008, 165 pages.

* cited by examiner



120

A%
..nﬁnmwﬂﬂﬁﬂﬁ‘”' m

US 10,362,621 B2

Sheet 1 of 19

FIG. 1

e VA%
ALY r\ L

e,
“Rer .i.m.n_". .._ &J._. Fu, "MH%W&& .
A ETE e uﬂn y

e o o

A

: DA
A,

N
Lk

e
e .,.,M._w.mm
.._“.w.w.._ X a.%nm

L
Py

#EK
£
i

110 \;

Y

/4

0

Jul. 23, 2019

2

1

ﬂ.nwtribéﬂ@mvb" m
#ﬁiﬁrﬁg W

U.S. Patent
105




AT At mpae AN WIS AHMARE VMM AN TP ARG WANAR VAR AL NN AR AN TR AN AN CTIANE e

US 10,362,621 B2

Sheet 2 of 19

FlG. 2

E

PP SR

Jul. 23, 2019

fﬁmmmm%m“mmmwm““m“mmﬂ

THRF e ey TE WA A T N TR & L e - bl wlmkpr WA

U.S. Patent
219




US 10,362,621 B2

Sheet 3 of 19

Jul. 23, 2019

U.S. Patent

| dS3d di1S 18

dl L3S HAHv3d 1S

Gel

/e 13JSUEI} Ble(]

09¢

1SNO4SIH 1XTINOD I

dN13S 1X3LN03 N
1SN0 NS

ode 13JSUB 1] BlB(l
11314009 BHNOIIH Uy I
B 014N0DIH J4H Mg
m 337100 300W 38 T
QIO 300M 73S gl
| UTTdW0T dni3s Jud e
T Mmm
B 1SIM030 dNL3S Jue e




U.S. Patent Jul. 23, 2019 Sheet 4 of 19 US 10,362,621 B2

FIG. 4

405
I ~

“The first packet is generated




US 10,362,621 B2

Sheet 5 of 19

Jul. 23, 2019

U.S. Patent

1;:

19x0ed g

nawoed 4i BuIpnioUn 26885aUI SHN

~G28 |

-y
(13400 4i BUIpN|oul) 918{0L0J UMBS U000 DYY (1ed 1s.))

_l iiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiii |

| JUJB Yudn

S —— — , f:

| (19v08d 4f BuIpma} 819iatwod dmas UORIBUL0T JuY (ienied) + (07 pueg-ul) + 4Sg

- - welwmon 000

S — — 015

d114S NOILIINNDD JHY
PP — S — N |+
[18)SUB1} B1RD 110yS : 3sney) 1SINI03Y NOILIINNDD JHY |




US 10,362,621 B2

Sheet 6 of 19

Jul. 23, 2019

U.S. Patent

it

BULIBYCID | AN08S 3eni - GhY

Al1IBA 0v9

| abessatl Syn 1841

b b bkl b |

-

0¢9

‘019 ‘2INPa00i0 ANJas a0 1N

_ m._z_umuo._mp E.E:umw _mE._Dc ._

2inps30id | AILIN38S paijipol

(peayd0 Ajjleped ‘palosiold AiiBal

abessawl Syl 1811

" GES

0ed BULIBULID | ALIND?S BRI

e . . -

629~{  BuIaUdY | MLN9aS B1epu

-~019

dni3s gHo

[paiaudld 10U PaYILI0Id ALI6aIW]

15303 FOIAHIS

GOl




US 10,362,621 B2

Sheet 7 of 19

Jul. 23, 2019

U.S. Patent

Integrity Proiected

A
& 19DESY SYN D9IZIB! B 194984 4 - GEL
m.m.u. |
 {
a0J UofiBausYINe abeSSaN iyl
 Torequnuonenbes
. 5k] obesSal L ~071
90} Japeay MIN9as | JoJBUILIISID [03010.4 DiL

8inpsdold | AJNOSS PaLjipoLl JO 3BBSSBW SyN 1SIH

N
GirL

AR I K|

Integrity Protected

~|"90A} Jopeay AiLn9ss

M | 13pesU SYi Palei8) g 19%0ed |

a00d UONBINU3LINe abessSafy

19GUInyY 33u3nbas
__d0AL9bessaly _
9UA} Jopeay A1indag | I0IBLIWLIISID [03010)d |

8inpaso.d | A1INJas paljipoul Jo a6eSSatl Sy 1anbasans

/K«/
0SL

2P0 UONeJUsyIne ahbesSafy

~[S) ‘Joguint adugnbag
I0JRUILULIDSIP [090304d

0L

GLL
GOL

9iNpaJ0.id | AIND3S Jeuliou JO aheSsaw Syn 1S4

/tl/
i

GSL



U.S. Patent Jul. 23, 2019 Sheet 8 of 19 US 10,362,621 B2

FIG. &

GCOUNT DIRECTION

MESSAGE BEARER

XMAC-I/XNAS-MAC  Hecelver

Hﬂiﬂmmmmmm"mﬂmm“ﬂﬂﬁumﬂmmmmm




US 10,362,621 B2

Sheet 9 of 19

Jul. 23, 2019

U.S. Patent

1301d
1X31NIV1d

ISl Jd3Y

HLINAT

YIHYIE

NOILJ3dIC

INGIOJ

19puUss§
Mo01g M301d
PX{31H3HdID LXA1NIV 1d
~y ~
Db GEo
Na01d
DEB

oy nam e A Salek S ey ik el sy LA AR WS A el ekl el Spleh Skl Sy el e e e e Tvew wewe skl i i S Al i Yot e Y EE e e Gaed Bl TRAEE

b 9ld



U.S. Patent Jul. 23, 2019 Sheet 10 of 19 US 10,362,621 B2

FIG. 10
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FIG. 11
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FIG. 13
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METHOD AND APPARATUS FOR
TRANSMITTING/RECEIVING DATA IN
MOBILE COMMUNICATION SYSTEM

CROSS-REFERENCE TO RELATED
APPLICATION(S)

The present application 1s a continuation of U.S. patent
application Ser. No. 14/111,530 filed on Oct. 11, 2013,
which claims priority under 35 U.S.C. § 365 to International
Patent Application No. PCT/KR2012/0027726 filed Apr. 10,
2012, entitled “METHOD AND APPARATUS FOR
TRANSMITTING/RECEIVING DATA IN MOBILE COM-
MUNICATION SYSTEM”, International Patent Applica-
tion No. PCT/KR2012/002726 claims priority under 335
U.S.C. § 365 and/or 35 U.S.C. § 119(e) to U.S. Provisional
Patent Application No. 61/473,966 filed Apr. 11, 2011 and
Korean Application No. 10-2012-0037355 filed Apr. 10,
2012, which are incorporated herein by reference into the
present disclosure as 1 fully set forth herein.

TECHNICAL FIELD

The present disclosure relates to a method and apparatus
for transmitting/receiving data 1n a mobile communication
system.

BACKGROUND ART

The mobile communication system has been developed

for the user to communicate on the move. With the rapid
advance of technologies, the mobile communication system
has evolved to the level capable of providing high speed data
communication service as well as voice telephony service.

Recently, as one of the next generation mobile commu-
nication system, Long Term Evolution (LTE) 1s on the
standardization by the 3" Generation Partnership Project
(3GPP). LTE 1s a technology designed to provide high speed
packet-based communication at a data rate of up to 100
Mbps and aims at commercial deployment around 2010
timeirame.

With the commercialization of various packet services, it
1s frequent that small size packets occur sporadically. In the
general mobile communication systems including LTE, 1t 1s
inevitable to establish a signaling connection and data bearer
to transmit a packet even when the packet 1s so small. This
causes frequent control data exchange and, 1t a plurality of
terminals try to establish connections for small size data
transmission, this causes significant network overload and
degrades battery performances of the terminals.

DISCLOSURE OF INVENTION
Technical Problem

The present disclosure has been proposed to solve to
above problem and aims to provide a method and apparatus
for processing small and sporadically-occurring packets
ciliciently.

Solution to Problem

In accordance with an aspect of the present disclosure, a
data transmission method of a terminal includes determin-
ing, when a data to be transmitted occurs, whether a short
data transier condition 1s fulfilled and transmitting, when the
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2

short data transfer condition 1s fulfilled, a Radio Resource
Control (RRC) setup complete message including the data.

In accordance with another aspect of the present disclo-
sure, a terminal for transmitting data includes a controller
which determines, when a data to be transmitted occurs,
whether a short data transfer condition 1s fulfilled and a

transceiver which transmits, when the short data transfer
condition 1s fulfilled, a Radio Resource Control (RRC) setup

complete message including, the data.

Advantageous Effects of Invention

The data transmission/reception method of the present
disclosure provides an apparatus and method for transmit-
ting/receiving data 1n a mobile communication system that
1s capable of processing small and sporadically-occurring
packets efliciently to reduce network overload and improve
battery performance of the terminal.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 1s a diagram 1illustrating network architecture of an
LTE system to which the present disclosure 1s applied,

FIG. 2 1s a diagram 1illustrating a protocol stack of the LTE
system to which the present invention 1s applied,

FIG. 3 1s a diagram 1llustrating a procedure for UE 135 to
establish a connection to a network for data communication,

FIG. 4 1s a diagram 1llustrating embodiment 1 of the
present disclosure,

FIG. 5 1s a flowchart 1llustrating the data transfer proce-
dure,

FIG. 6 1s a diagram 1illustrating the normal security 1
process and the modified security 1 process,

FIG. 7 1s a diagram illustrating message formats of
embodiment 1 of the present disclosure,

FIG. 8 1s a diagram 1llustrating integrity protection,

FIG. 9 1s a diagram 1llustrating ciphering/deciphering,

FIG. 10 1s a drawing illustrating UE device operation of
embodiment 1,

FIG. 11 1s a drawing 1llustrating MME 125 device opera-
tion of embodiment 1,

FIG. 12 1s a drawing 1llustrating another modified security
1 procedure,

FIG. 13 1s a drawing illustrating the UE operation to
which another modified security 1 procedure 1s applied,

FIG. 14 1s a drawing illustrating entire operation of
processing Mobile Terminated call of embodiment 1,

FIG. 15 1s a drawing illustrating entire operation of
embodiment 2,

FIG. 16 1s a diagram illustrating a data format of the
special DRB,

FIG. 17 1s a drawing illustrating a UE operation of
embodiment 2,

FIG. 18 15 a diagram 1llustrating the UE device according
to an embodiment of the present disclosure, and

FIG. 19 1s a diagram illustrating the network device
according to an embodiment of the present disclosure.

MODE FOR THE INVENTION

Detailed description of well-known functions and struc-
tures incorporated herein may be omitted to avoid obscuring
the subject matter of the present mvention. Exemplary
embodiments of the present invention are described with
reference to the accompanying drawings in detail.

The present disclosure relates to a method and apparatus
for processing data small 1n size and occurring sporadically.
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Prior to explaining the present invention, brief description 1s
made of the LTE system and carrier aggregation.

FIG. 1 15 a diagram illustrating network architecture of an
LTE system to which the present disclosure 1s applied.

As shown 1n FIG. 1, the radio access network of the LTE
system 1ncludes evolved Node Bs (eNBs) 105, 110, 115, and
120, a Mobility Management Entity (MME) 125, and a
Serving-Gateway (S-GW) 130. The User Equipment (here-
inafter, referred to as UE) 1335 connects to an external
network via eNBs 105, 110, 115, and 120 and the S-GW 130.

The eNBs 105, 110, 115, and 120 correspond to the legacy
node B of UMTS system. The eNB 103 establishes a radio
channel with the UE 1335 and is responsible for complex
functions as compared to the legacy node B. In the LT.

»
system, all the user tratlic including real time services such
1
1

as Voice over Internet Protocol (VoIP) are provided throug
a shared channel and thus there 1s a need of a device whic
1s located in the eNB to schedule data based on the state
information such as UE buller conditions, power headroom
state, and channel state. Typically, one eNB controls a
plurality of cells. In order to secure the data rate of up to 100
Mbps, the LTE system adopts Orthogonal Frequency Divi-
sion Multiplexing (OFDM) as a radio access technology.
Also, the LTE system adopts Adaptive Modulation and
Coding (AMC) to determine the modulation scheme and
channel coding rate 1n adaptation to the channel condition of
the UE. The S-GW 130 1s an entity to provide data bearers
so as to establish and release data bearers under the control
of the MME 125. MME 125 is responsible for various
control functions and connected to a plurality of eNBs 105,
110, 115, and 120.

FI1G. 2 1s a diagram 1illustrating a protocol stack of the LT
system to which the present invention 1s applied.

Referring to FI1G. 2, the protocol stack of the LTE system
includes Packet Data Convergence Protocol (PDCP) 2035
and 240, Radio Link Control (RLC) 210 and 235, Medium
Access Control (MAC) 215 and 230, and Physical (PHY)
220 and 225. The PDCP 2035 and 240 1s responsible for IP
header compression/decompression, ciphering, and Integrity
Protection, and the RRC 210 and 235 1s responsible for
reconstructing the PDCP Protocol Data Unit (PDU) into
appropriate size. The MAC 215 and 230 1s responsible for

establishing connection to a plurality of RLC entities so as
to multiplex the RLC PDUSs into MAC PDUs and demulti-

plex the MAC PDUs into RLC PDUSs. The PHY 220 and 225
performs channel coding on the MAC PDU and modulates
the MAC PDU 1nto OFDM symbols to transmit over radio
channel or performs demodulating and channel-decoding on
the received OFDM symbols and delivers the decoded data
to the higher layer.

FI1G. 3 1s a diagram 1llustrating a procedure for UE 135 to

establish a connection to a network for data communication.
If data occurs at the UE 135 1n i1dle mode, the UE 130

performs RRC CONNECTION ESTABLISHMENT proce-
dure with the eNB 105. The UE 135 acquires uplink
transmission synchronization with the eNB 105 through a
random access procedure and sends the eNB 105 an RRC
CONNECTION REQUEST message at operation 305. This
message 1ncludes the identifier of the UE 135 and the reason
for connection establishment. The eNB 105 sends the UE
135 an RRC CONNECTION SETUP message for establish-
ing the RRC connection at operation 310. This message
includes RRC connection configuration information. The
RRC connection 1s also called Signaling Radio Bearer
(SRB) and used for exchanging RRC messages as control

messages between the UE 135 and the eNB 105.
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After the RRC connection establishment, the UE 135
sends the eNB 105 an RRC CONNECTION SETUP COM-
PLETE message at operation 315. This message includes a
SERVICE REQUEST message requesting the MME 125 for
bear setup for a certain service. The eNB 1035 sends the
MME the SERVICE REQUEST message included in the
RRC CONNECTION SETUP COMPLETE message at
operation 320, and the MME 125 determines whether to
provide the service requested by the UE 135. If it 1s
determined to provide the service requested by the UE 135,
the MME 125 sends the eNB 105 an INITIAL CONTEXT
SE'TUP REQUEST message at operation 3235. This message
includes QoS information to be applied Data Radio Bearer
(DRB) establishment, security information to be applied to
DRB (e.g. secunity key), Security Algorithm, eftc.

The eNB 105 sends the UE 135 a SECURITY MODE
COMMAND message at operation 330 and receives a
SECURITY MODE COMPLETE message from the UE 135
at operation 335 to configure security. If the security con-
figuration has completed, the eNB 105 sends the UE 135 an
RRC CONNECTION RECONFIGURATION message at
operation 340. This message includes the configuration
information on the DRB for processing user data, and the
UE 135 configures DRB based on this information and sends
the eNB 105 an RRC CONNECTION RECONFIGURA-
TION COMPLETE message at operation 345.

Once the DRB configuration with the UE 135 has com-
pleted, the eNB 105 sends the MME 125 an INITIAL
CONTEXT SETUP COMPLETE message at operation 350
and, upon receipt of this message, the MME 1235 transmits
an S1 BEARER SETUP message to the S-GW 130 and
receives an S1 BEARER SETUP RESPONSE message from
the S-GW 130. The S1 BEARER 1s the connection for data
transmission which 1s established between the S-GW 130
and the eNB 1035 and mapped to the DRB 1 by 1. Once the
above procedure has completed, the UE 133 starts data
communication via the eNB 105 and the S-GW 130 at
operations 365 and 370.

Basically, the UE 135 and the network maintain two types
of security configurations. Assuming that the security
between the UE 135 and the MME 125 is security 1 and the
security between the UE 135 and the UE 105 1s security 2,
the securities are characterized as follows.

Security 1: This 1s the security provided for the control
message between the UE 135 and the MME 125 (hereinafter,
the control message between the UE and the MME 125 1s
referred to as NAS message) based on a predetermined
security key, security algorithm, and COUNT. The security
1 1s maintained even when the UE 135 which has mitially
connected the network already enters the idle mode. The
security 1 provides integrity protection and ciphering. The
integrity protection 1s applied to all NAS messages with the
exception of the mnitial connection message, and the cipher-
ing 1s applied after the first DRB establishment to the UE
135. The UE 135 transmits the service request message
including the information indicating the security key
applied, and the MME 125 performs integrity check using
the above information and a sequence number of the service
request. If the mtegrity check 1s verified, subsequent NAS
messages are ciphered. The COUNT 1s a variable increasing
monotonically by packet and derived from NAS sequence
number. Hereinatter, the variable COUNT of security 1 1s
referred to as COUNTT.

Security 2: This 1s the security provided for data exchange
between the UE 135 and the eNB 103 using other security
key, secunity algorithm, and COUNT. The security 2 1s
applied after the UE establishes the RRC connection and

LlJ L
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exchanges security mode command/complete messages with
the eNB 105 and performed by PDCP layer. The security key

and algorithm information are determined in the security
mode configuration procedure. The COUNT 1s a variable
increasing monotonically by packet and derived from the
PDCP sequence number. Hereinalter, the variable COUNT
of security 2 1s referred to as COUNT?2.

The procedure of FIG. 3 may be divided into three
processes ol RRC connection establishment (305, 310 and
315), secunity 2 configuration (330 and 335), and DRB
configuration (340 and 345). Such processes may be per-
formed with no problems in the normal data transmission
but, 11 a few small size packets are transmitted after estab-
lishing connection, performing all of the processes increases
signaling overhead significantly.

In order to solve the above problem, the present disclosure
defines a new data transmission procedure appropriate for
small size sporadic packet transmission (hereinafter,

referred to as short data transfer procedure).

If new data occurs 1n the 1dle mode UE (UE with no RRC
connection at operation 405, the UE 135 determines whether
the new data fulfills the short data transfer condition at
operation 410 and performs, if the data does not fulfills the
condition (1.e. 1f the legacy data transier procedure is pret-
erable), performs the data transfer procedure 1 at operation
415 and, otherwise the short data transfer procedure is
preferable, the data transfer procedure 2 at operation 420.

The data transter procedure 1 denotes the procedure
depicted in FIG. 3. The data transier procedure 2 is char-
acterized as follows and described with reference to FIG. 5.

Apply secunty 1

transmit IP packet using SRB and control connection

There may be short data transfer use conditions as fol-
lows.

[Short Data Transfer Procedure-Invoke Condition 1]

Data occur on predetermined EPS bearer (or predeter-
mined service) of RRC i1dle and ECM-IDLE terminal 135.
The EPS bearer 1s selected by the network in the EPS bearer
setup procedure between the eNB 135 and the network and
notified to the eNB 135. For example, the EPS bearer for the
instant messaging service may be configured to invoke the
short data transfer procedure.

[Short Data Transier Procedure-Invoke Condition 2]

A packet smaller than a predetermined threshold value
occurs 1n the RRC 1dle and ECM-IDLE UE 135. The packet
s1ze 1s the size before the PDCP/RLC/MAC header 1s added.

[Short Data Transfer Procedure-Invoke Condition 3]

A packet occurs on a certain EPS bearer of the RRC 1dle
and ECM-IDLE UE 135, and a number of packets occurred
on the EPS bearer in a predetermined recent time duration 1s
equal to or less than a predetermined value. For example, 1
a new packet occurs on the EPS bearer of the RRC 1dle and
ECM-IDLE UE 135 on which the total downlink and uplink
packets occurred within recent 10 minutes 1s equal to or less
than 5, this invokes the short data transfer procedure.

A packet occurs 1n the RRC 1dle and ECM-IDLE UE 135,
and a number of packets occurred 1in the UE 135 within a
predetermined recent time duration 1s equal to or less than a
predetermined value. For example, 1T a packet occurs 1n the
RRC 1idle and ECM-IDLE UE 135 in which the total
downlink and uplink packets occurred within recent 10
minutes 1s equal to or less than 5, this invokes the short data
transier procedure.

[Short Data Transfer Procedure-Invoke Condition 4]

A packet occurs on a certain EPS bearer of the RRC 1dle

and ECM-IDLE UE 135 and a number of packets occurred
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in the most recent RRC connection state or most recent
active state on the EPS bearer 1s equal to or less than a
predetermined value.
A description 1s made of
ECM-IDLE State

When there 1s not NAS signaling connection between the
UE and the network, the UE 1s in the ECM-IDLE state. The

MME 125 stores UE context such as security context and
allowed QoS profile. In the ECM-IDLE state, the UE
performs cell selection/reselection and Public Land Mobile
Network (PLMN). The UE context for the UE 1n ECM-
IDLE state does not exist mm E-UTRAN. There 1s no
S1 MME and S1 U connection for the UE in the ECM-
IDLE state. If the current Tracking Area (TA) does not exists
in the TA list received from the network, the UE has to
update TA to maintain reglstratlon allow the MME 125 to
page the UE, and perform service request procedure to reply
in response to the paging from the MME 125 and has to
perform service request procedure for establishing radio
bearers 1n transmitting uplink user data.

A description 1s made of RRC 1dle state hereinaifter.

It a RRC connection i1s established, the UE 1s in the
RRC CONNECTED state. In other case, 1.e. 1if not RRC
connection 1s established, the UE 1s in the RRC _IDLE state.
The UE applies UE-controlled mobility, monitors paging to
detect incoming call and change 1n system information,
performs neighbor cell measurement and cell (re)selection,
and acquire system information.

A description 1s made of the EPS bearer hereinatter.

The EPS bearer 1s single level for controlling bearer level

QoS control 1 the EPC/E-UTRAN. That 1s, all the traflics
mapped to the same EPS are received with the same bearer
level packet forwarding process (e.g. scheduling policy,
queue management policy, rate shaping policy, and RLC
configuration). Providing other bearer level packet forward-
ing policies require separate EPS bearers.

Each EPS bearer (GBR and Non-GBR) 1s associated with
the following bearer level QoS parameters.

QoS Class Identifier (QCI);

Allocation and Retention Priority (ARP).

QCI 1s a scalar quantity used as a reference value for
accessing node-specific parameters controlling bearer level
packet forwarding process (scheduling weights, admission
thresholds, queue management threshold value, link layer
protocol configuration, etc.) and preconfigured by the opera-
tor of the access node such as eNB.

ARP has to include information on the prionty level
(scalar), preemption capability tlag, and preemption vulner-
ability tlag. The main purpose of the ARP 1s to determine
whether to accept or reject the bearer establishment/recon-
figuration request depending on the resource restriction.

FIG. 5 1s a flowchart 1llustrating the data transfer proce-
dure 2.

A short data occurs 1n the UE 105 at operation 505. The
RRC of the UE 105 initiates the RRC Connection Setup
procedure with a ‘short data transfer’ reason value. An
indicator indicating that the ‘short data transter’ procedure 1s
required may be included in the RRC connection setup
complete message at operation 515. It 1s not that all the data
depends on the data transier procedure 2. The data transfer
procedure 2 1s applied to only the predetermined EPS bearer
(or when a predefined condition 1s fulfilled). Whether the
EPS bearer 1s established for ‘short data transier’ 1s config-
ured 1n the EPS

The eNB 150 sends an RRC connection setup message at
operation 510. The RRC connection setup message includes
SRB 1 establishment information. The eNB 105 transmits an

ECM-IDLE state hereinafter.
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uplink grant for the UE 135 after the SRB1 setup. Then the
UE 135 may not mitiate the random access procedure to
request for uplink grant for transmitting the RRC connection
setup complete message for a predetermined duration.

The UE 135 sends the RRC connection setup complete
message icluding IP packet with a container (referred to as
dedicatedNASInto) for MME 1235 at operation 3515. The
RRC connection setup complete message may be carrier by
a plurality of MAC PDUs. The first MAC PDU may include
the MAC CE carrying the Builer Status Report (BSR) and
Channel Quality Information (CQI). The CQI may include
the following information.

CQI: CQI of the current cell. This information 1s derived
from the receitved RSRP or RSRQ. This 1s mainly used for
downlink scheduling.

Pathloss: pathloss of current cell’s reference signal. This
information 1s derived from the downlink transmit power of
the reference signal and RSRP. The downlink transmit
power of the reference channel may be provided in the
system information. Since the eNB 103 knows the downlink
transmit power already, it may calculate the path loss with
the RSRP other than pathloss.

Power headroom: information on the difference between
the nominal maximum UE output power and the power
estimated for UL-SCH (1.e. MAC PDU) transmission.

If the RRC connection setup complete message 1s
received successtully, the eNB 105 sends the MME 125 the
dedicatedNASInfo included in the RRC connection setup
complete message at operation 520.

The MME 125 deciphers the dedicatedNASInfo, de-
multiplexes the IP packet, and sends the S-GW 130 the IP
packet at operation 525. The S-GW 130 transmits the IP
packet to the destination node based on the routing infor-
mation included 1n the IP packet.

According to this embodiment, 11 the data transfer pro-
cedure 2 1s used, the security 1 1s applied even to the IP
packet. That 1s, 1f the IP packet 1s transmitted in the data
transier procedure 1, the security 2 1s applied thereto and,
otherwise 11 the IP packet 1s transmitted 1n the data transfer
procedure 2, the security 1 1s applied thereto.

As described above, the security 1 1s used for providing
security for the NAS control message between the UE 135
and the eNB 105. In the case of the short data, however, the
security 1 1s applied to the IP packet according to the present
disclosure. In the normal security 1, the UE 135 sends the
MME 125 a service request message and, after a DRB 1s
established in response thereto, ciphering 1s applied to the
NAS message. In the present disclosure, it 15 necessary to
apply ciphering without establishment of any DRB and thus
it 1s 1impossible to follow the above procedure as 1t 1s. In the
present disclosure, the application of ciphering starts from
the NAS control message included in the RRC connection
setup complete message.

FIG. 6 1s a diagram 1illustrating the normal security 1
process (operations 605 to 625) and the security 1 process
for data transfer procedure 2 (operations 630 to 645).
Operations 630 to 6435 are the process performed 1n sepa-
ration from operations 605 to 625 other than following
operations 605 to 625. If the data transfer procedure 2 1s used
currently for NAS control message transmission, the UE
applies a modified security 1 process and, otherwise 1f the
data transfer procedure 2 1s not used, applies the normal
security 1 process. For example, 1n the security 1 process,
the UE 135 applies the itegrity protection but not ciphering,
in transmitting the service request message as the {first
control message to transition to the EMM-CONNECTED

state at operation 603. The service request message includes
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Key Set Identifier (KSI) as the information for identifying
the security key used 1n the security 1. Upon receipt of the
above message, the MME 125 performs verification by
referencing the Message Authentication Code (MAC)
included in the message. If the message 1s verified, the MME
125 activates the ciphering function of the security 1 and
performs the UE context configuration procedure with the
¢NB 105 at operation 615. If the ciphering function of the
security 1 1s activated, this means that ciphering 1s applied
to the NAS message to be transmitted and deciphering 1s
applied to the NAS message recerved since then.

If the entire procedure for establishing the DRB with the
UE 135 has completed, the eNB 150 sends the UE 135 a
control message for commanding DRB configuration at
operation 620. If the DRB 1s established mitially, the UE 135
activates the ciphering function of the security 1 at operation
625.

In the modified security 1 process, the UE 135 activates
the ciphering function of the security 1 before transmitting
the first control message for transitioning to the EMM-
CONNECTED state at operation 630. That 1s, ciphering 1s
applied to the first control message along with the integrity
protection. The UE 1335 sends the MME 125 the partially-
ciphered first control message at operation 635, the MME
125, upon receipt of the control message, checks the MAC-I
of the control message to verily the control message at
operation 640, and activates, 11 the message 1s verified, the
ciphering function of the security 1 to perform deciphering
on a predetermined part of the control message at operation
645.

FIG. 7 1s a diagram 1illustrating messages for use in
transitioning to the EMM-CONNECTED state. The first
control message of the normal security 1 procedure for
transitioning to the EMM-CONNECTED state and the first
control message and subsequent message of the modified
security 1 process for transitioning to the EMM-CON-
NECTED state are depicted 1n FIG. 7. The normal security
1 process 1s used 1n the data transfer procedure 1 and the
modified security 1 process 1s used in the data transier
procedure 2.

In the case of using the normal security 1 process, the first
NAS message 740 may be the service request message. The
NAS message includes the normal control mnformation such
as protocol discriminator 705 and Security Header type 710.
The protocol discriminator 705 1s the information indicating
the L3 protocol of the corresponding control message, and
the security header type 710 1ndicates whether the integrity
protection and/or ciphering 1s applied to the corresponding
message.

The message 740 1s protected by the integrity protection
but not ciphered. This means that the MAC 720 1s applied to
the corresponding message and its value 1s included 1n the
message. The integrity protection 1s described in detail as
tollows. The sender device calculates MAC by 1nputting the
message 815 to which predetermined Key 825, predeter-
mined variables, and 1ntegrity protection to a predetermined
device. The predetermined variables include COUNT 805,
DIRECTION 810, BEARER 820, etc. The COUNT 1s a
variable derived from the NAS sequence number, the
DIRECTION 1s a variable determined depending on uplink/
downlink, and the BEARER 1is a predetermined value. A
description 1s made of the COUNT in more detail herein-
aiter.

COUNT=0x00|[NAS OVERFLOW|[NAS SQN

When the 8 most left bits are all zero padding baits, the
NAS OVERFLOW 1s 16-bit value increasing at every time
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when the NAS SQN increases from maximum value, and
NAS SON 1s a 8-bit sequence number included each NAS
message.

It 1s noted that the NAS sequence number 1s 5 bits other
than 8 bits in the messages 740 and 745. This 1s to transmit
both the KSI and NAS sequence number 1n 1 byte.

If a certain message 1s received, the receiver device
calculates MAC by applying the same algorithm, variables,
and key to the message. If the calculated MAC and the
received MAC match, it 1s determined that the correspond-
ing message 1s verified.

In the data transter procedure 2, the first message 745 for
transitioning to the EMM-connected state 1s protected
entirely with the integrity protection and ciphered partially.
Unlike the message 740, the message 745 includes the
information 7235 for identitying the type of the correspond-
ing message. This mformation 1s used for discriminating
between the messages 740 and 745 sharing the characteristic
as the first message for transitioning to the ECM-CON-
NECTED state.

FIG. 8 1s a diagram 1illustrating algorithm of calculating
Message Authentication Code (MAC). The MAC 730 1s of
being calculated for the entire message 745 or for a part
remained after excluding the header information related to
the IP packet in the message 745. In more detail, the MAC
730 may be a value calculated with the input of a part
excluding the IP packet and related NAS header 735 and
MAC 730 from the message 745 to the message 8135 or a
value calculated by inputting a part excluding the MAC 730
from the message 745 to the message 815. The IP packet and
related NAS header 735 1s the concatenation of the IP packet
to be transmitted by the UE 135 and the header of the NAS
level accompanied with the packet. The header of the NAS
level may include the information indicating that the pay-
load contains IP packets.

FI1G. 9 1s a diagram 1llustrating the ciphering. The UE 135
applies ciphering to the IP packet and related NAS header
735 part but the other part 1n the message 745. The ciphering
1s completed by applying a predetermined operation (e.g.
exclusive OR) to the KEYSTREAM BLOCK having the
same length as the bit stream (PLAINTEXT 935) to which
the ciphering 1s applied. The KEYSTREAM BLOCK 930 1s
generated with a predetermined key, a predetermined algo-
rithm, and predetermined varniables including COUNT 905,
BEARER 910, DIRECTION 915, and LENGTH 920. The
LENGTH 1s a variable indicating the length of the PL AIN-
TEXT 935/ KEYSTREAM BLOCK 920. The deciphering is
completed by applying a predetermined operation to the
KEYSTREAM BLOCK 930 and CIPHERTEXT BLOCK
940 generated with the same key, same algorithm, and same
variables as the ciphering.

When ciphering a part of the message 745, the UE 135
inputs the IP packet and related NAS header 735 as the
PLAINTEXT BLOCK 935, the length of the IP packet and
the related NAS header 735 as the LENGTH 920, and a
value related to the sequence number of the message 745 as
the COUNT, and uses the key dernived from KSI as the
ciphering key.

When deciphering the message 745, the MME 125 mputs
the IP packet of the received message 745 and the related

NAS header 735 as the CIPHERTEXT BLOCK 940 and a

value related to the sequence number of the message 745 as
the COUNT and uses the key derived from the KSI as the
deciphering key.
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The subsequent message 750 after transitioning to the
EMM-connected state 1s identical with the message 745 with
the exception that the KSI 1s not transmitted and 8-bit
sequence number 1s used.

It 1s noted that the UE 135 and the MME 1235 perform the
integrity protection after applying the ciphering. That 1s, the
UE 1335 calculates the MAC by mputting the mphered IP
packet and related NAS header 735 as a part of the message,
and the MME 125 calculates the MAC by nputting the IP
packet and related NAS header 735 as the part of the
message too and, 11 the message 1s verified, performs deci-
phering on the IP packet and related NAS header 735. This
1s to perform the subsequent operation using the information
contained 1n the reliable message passed the integrity check.
In the case of applying the data transfer procedure 1, security
1s applied to on PDCP, or the message 750 1s processed, the
ciphering 1s performed after applying the integrity protec-
tion. This 1s because since the integrity check has been
performed at the previous operation already there 1s no need

of veritying the reliability 1n unit of message at the sender
device and the receiver device.

FIG. 10 1s a tlowchart illustrating the operations of the UE
135.

I1 the aforementioned short data transter procedure invoke
condition 1s fulfilled, the UE 135 starts the data transfer
procedure 2 at operation 1005.

The UE 135 transmits an RRC connection request mes-
sage 1n the random access procedure at operation 1010. This
message includes the reason of the RRC connection setup
procedure. The UE may inform that the message 1s for the
short data transier procedure. The short data transier proce-
dure requirement may be indicated in the RRC connection
complete message.

If the RRC connection setup message 1s received at
operation 1015, the UE 135 performs the following opera-
tions.

The UE 135 establishes an SRP 1 according to the
information received in the RRC connection setup
message.

The UE 135 notifies the higher layer of the capability of
the short data transfer (manages EPS bearer data trans-
fer). Then the EPS bearer management entity sends the
IP packet to the NAS layer.

The NAS layer generates a message 745 by concatenating,

the message type field, IP packet, and others. The NAS

layer ciphers the IP packet and related NAS header 735

part with the current NAS securnity key and other

variables. The NAS layer calculates the MAC based on
the current security key and other variables. In normal
case, it has to be noticed that the NAS ciphering is
performed after the first message 1s transmitted suc-
cessiully.
The NAS layer sends the message 745 to the RRC layer.
The RRC builds the RRC connection setup complete
message at operation 1020. The RRC connection setup
complete message includes the following information.

Routing information for determining MME 1235 to which
the NAS message has to be routed (selectedPLMN-
Identity, registeredMME).

dedicatedInfoNAS (message 745)

Alternatively, 11 the short data transfer procedure 1s not
indicated 1n the RRC connection request message, the
indication 1s included 1n the message.

If the RRC connection setup complete message cannot be
transmitted 1n one MAC PDU, (1.e. 1f the message 1s
segmented and transmitted across a plurality of MAC
PDUs), the UE 135 includes the following information

-
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in the MAC PDU carrying the first part of the RRC

connection setup complete message.

information indicating the residual size of the RRC
connection setup complete message (or buller status
report).

channel state-related information. This may be the
RSRP measurement result of the serving cell. This
also may be the information processed based on the
RSRP like CQI. The eNB 105 allocates resource for
transmitting RRC connection setup complete mes-

sage to the UE 135.
The UE 133 transmits the RRC connection setup com-
plete message through the ARQ-protected SRB 1.
The UE 1335 configures the message 750 for the data

occurring on the same EPS bearer and sends the message to
the eNB 105 at operation 1025.

FIG. 11 shows the operations of the MME 125.

The MME 125 receives a NAS message addressed to a
certain UE 135 at operation 1105. The MME 1235 checks
whether the NAS message 1s the message 745 or the
message 750 at operation 1110. If the message 1s the first

NAS message transmitted by the UE 135 in ECM-IDLE
state and 11 the message type filed 1includes the information
indicating the message to which data transter procedure 2 1s
applied, this message 1s the message 745. If the message 1S
not the first NAS message transmitted by the UE 135 in
ECM-IDLE state but if the message type field including the
information indicating the message to which the data trans-
ter procedure 2 1s applied, this message 1s the message 750.

If the received message 1s neither the message 745 nor the
message 750, the MME 125 performs integrity check on the
received NAS message at operation 1115 and, 11 the integrity
1s veriflied, performs subsequent operation necessary.

If the recerved message 1s either the message 745 or the
message 750, the UE 135 performs integrity check and
deciphering on the received message at operation 1120 and,
if the integrity check 1s successtul, sends the IP packet
included 1n the message to the S-GW 130 of the UE 1335 at
operation 1123.

In the above embodiment, 1t 1s possible to modily the
operation 520 of FIG. 5 such that the UE 135 concatenates
the two NAS messages for transmission. That 1s, the UE 135
transmits the NAS message including the normal service
request message and the IP packet to the eNB 105 at
operation 520, and the eNB 105 relays this message to the
MME 125. If 1t 1s determined to use the data transfer
procedure 2, the UE 135 genecrates the service request
message according to the normal procedure and activates the
ciphering function of the security 1 immediately unlike the
normal procedure. The UE 1335 generates a NAS message
including the IP packet and applies ciphering to the NAS
message. The NAS message including the service request
message and the IP packet may be included in the RRC
connection setup complete message. If the RRC connection
setup complete message 1s received, the eNB 105 sends the
MME 125 the NAS message including the service request
message and the IP packet, and the MME 125 performs
integrity check on the service request message and, 11 the
integrity 1s verified, determines the deciphering key by
referencing the KSI information. The MME 1235 deciphers
the NAS message including the IP packet by applying the
deciphering key. The MME 1235 extracts the IP packet from
the NAS message and transmits the IF packet to the S-GW
130 of the UE 135.

FI1G. 12 1s a flowchart illustrating another modified secu-
rity 1 procedure-related operations.

In a modified security 1 procedure, the UE 135 generates
a service request message for transitioning to the EMM-
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CONNECTED state at operation 1205. If the service request
message 1s generated completely, the UE 135 activates
(1nitiates) the ciphering function of the security 1 at opera-
tion 1210. Next, the UE 135 generates the NAS message
including the IP packet (herematter, referred to IP NAS
message) and applies ciphering to the message at operation
1215. The service request message and the IP NAS message
are transmitted to the MME 125 at operation 1220, and the
MME 125 performs integrity check on the service request
message at operation 1225 and, if the message 1s verified,
activates the ciphering function at operation 1230. The

MME 125 performs deciphering on the IP NAS message

received along with the service request message at operation
1235. The service request message may differ from the
normal service request message and, herein, 1s referred to as
service request type 2 message. If the service request mes-
sage 1s recerved, the MME 125 performs the procedure for
DRB setup and, otherwise if the service request type 2
message 1s received, does not perform the procedure. The
service request type 2 message format has an extra message
type field as compared to the normal service request mes-
sage.

FIG. 13 shows the operation of the UE 1335 1n the case that
the modified data transfer procedure 2 1s used.

I1 the aforementioned short data transfer procedure invoke

condition 1s fulfilled, the UE 135 initiates the modified data

transier procedure 2 at operation 1305.

The UE 1335 transmits the RRC connection request mes-
sage 1n the random access procedure at operation 1310. The
message indicates the reason of the RRC connection setup
procedure. The UE 135 may inform that the message 1s for
the short data transfer procedure. The RRC connection
complete message may also indicate the required of the short
data transfer procedure.

I the RRC connection setup message 1s received, the UE
135 performs following operations at operation 1315.

The UE establishes SRB 1 according to the information

received 1n the RRC connection setup message.

The UE notifies the higher layer of the short data transfer
capability (manages

EPS bearer data transfer). Then the

EPS bearer management entity sends the NAS layer the
IP packet.

The NAS layer generates the service request type 2
message and the IP NAS message. The IP NAS mes-
sage format 1s identical with the message 750. The
NAS layer applies the itegrity protection to the service
request type 2 message and ciphers the IP NAS mes-
sage with the current NAS security key and other
variables.

The NAS layer delivers the service type 2 message and
the IP NAS message to the RRC layer.

The RRC builds the RRC connection setup complete
message at operation 1320. The RRC connection setup
complete message includes the following information.

Routing information for determining MME 1235 to which
the eNB 103 routes the NAS message (selectedPLMN-
Identity, registeredMME).

dedicatedInfoNAS] as the service request type 2 message
and dedicatedInfoNAS2 as the IP NAS message.

Alternatively, 11 the short data transfer procedure 1s not
indicated by the RRC connection request message, it
may be indicated by this message.

If the RRC connection setup complete message cannot be
transmitted 1n one MAC PDU (i.e. the message 1s
segmented to be transmitted with a plurality of MAC
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PDUs), the UE 135 may include the following infor-

mation i the MAC PDU carrying the first part of the

RRC connection setup complete message.

Information indicating residual size of the RRC con-
nection setup complete message.

channel condition-related information. It may be the
RSRP measurement result of the serving cell. It may
also be the mformation processed based On RSRB

like CQI. The eNB 105 allocates the resource for the

[ 1

RRC connection setup complete message to the UE
135 based on this information.

The UE 135 sends the RRC connection setup complete
message through the ARQ-protected SRB 1.

The UE 135 configures the message 750 with the data
occurring on the same EPS bearer and sends the message to
the eNB 1035 at operation 1325.

FIG. 14 shows the mobile terminated call (mobile termi-

nated case) operation.
The S-GW 130 has the information on the EPS bearer

whether it 1s for short data transfer procedure. The IP packet
arrives at the S-GW 130. If the IP packet 1s transmitted for
the EPS bearer for the short data transfer, the S-GW 130
sends the MME 1235 the IP packet in the DL DATA NOTI-
FICATION at operation 1405. The MME 125 stores the IP
packet and performs the paging procedure to the eNBs at
operation 1410. The paging message may include the indi-
cator for indicating the message 1s transmitted for the short
data transfer procedure. If the paging message 1s received,
the eNB 105 transmits the paging message through the air
interface.

When the paging message addressed to the UE 135 1s
received, the UE 135 transmits the RRC connection request
message through random access procedure at operation
1415. The eNB 105 transmits the RRC connection setup
message at operation 1420. If the RRC connection setup
message 1s recerved, the UE 135 establishes the SRB 1 and
builds the service request type 2 message. The UE 1350
multiplexes the service request type 2 message with the
RRC connection setup complete message and sends the
multiplexed message through the SRB 1. If the RRC con
nection setup complete message 1s received, the eNB 105
determines a MME 123 to which the service request type 2
message 1s delivered. The eNB 105 generate an approprate
S1 message and includes the service request type 2 message
therein. The eNB 105 sends the MME 1235 the S1 message
at operation 1430. The MME 1235 performs integrity check.
I1 the mtegrity check 1s successiul, the eNB 103 ciphers the
stored IP packet with the security key indicated by the KSI
in the service request type 2 message. The MME 125
generates an NAS IIP message. The MME 125 generates a
DL DIRECT TRANSFER message including the IP packet
at operation 1435 and sends the message to the eNB 105 at
operation 1435. The eNB 105 generates the DL DIRECT
TRANSFER message including the NAS IP message and
sends the message to the UE 135. The UE 1335 receives the
NAS IP message included 1n the DL DIRECT TRANSFER
message. The NAS layer of the UE 135 deciphers the NAS
IP message and delivers the deciphered message to an
appropriate entity (1.e. IP layer of the UE 135).

Embodiment 2

The embodiment 2 of the present disclosure proposes a
method and apparatus for generating a special DRB 1n the
RRC connection setup procedure and transmitting IP pack-
ets through the specially DRB.
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FIG. 15 1s a flowchart illustrating a data transmission
procedure according to the embodiment 2.

A data occurs on the EPS bearer established for use of the
data transier procedure 3 at operation 1500. The data trans-
ter procedure 3 1s characterized as follows.

Data transter without security 2 establishment

Data transter without DRB setup

The UE 135 generates an RRC connection request mes-
sage and transmits the message through random access
procedure at operation 1505. The RRC connection request
message includes an indicator for indicating that the mes-
sage 15 generated for short data transfer procedure and a
special DRB has to be established in the RRC connection
setup procedure.

If the RRC connection request message including the
short data transfer indicator, the eNB 105 performs follow-
ing operations at operation 1510.

Perform Call Admission Control. If 1t 1s possible to admit
the request, the eNB 105 performs the following opera-
tions. Otherwise, the eNB 105 rejects the RRC con-
nection request.

Determine SRB1 configuration

Determine special DRB configuration. The special DRB
includes a PDCP entity and an RLC AM entity. The
PDCP entity and RLC AM entity configurations are
determined in the way of satisfying the QoS require-
ments for short data transfer (1.e. high reliability and
delay at low or intermediate level).

Establish SRB 1 and special DRB according to the
determined configuration.

Generate RRC connection setup message based on the
SRB 1 and special DRB configuration and transmit the
RRC connection setup message.

If the RRC connection setup message 1s received, the UE

135 performs the following operations at operation 1515.

Establish SRB 1 and special DRB according to the
received configuration mformation

The RRC notifies the higher layer of availability of data

transmission
The higher layer sends the IP packet to the special DRB.

The special DRB processes the IP packet. Particularly, the
special DRB adds the following imnformation to the IP
packet.

Routing information (1.e. IP address) of the S-GW 130
to which the IP packet has to be sent.

The above mformation may added by a predetermined
protocol entity of the special DRB. For example, the

information may be included in the PDCP header as
shown 1n FIG. 16.

REL-8/9 PDCP header including PDCP serial number
The additional information 1605 1s the routing infor-

mation of the related S-GW 130.

The security information 1610 may be added by other
protocol entity performing the ciphering.

The security information may include the informa-
tion on the variables such as COUNT and cipher-
ing key.

Perform the operation necessary for transmitting the short
data through the special DRB. The necessary operation
may include requesting for scheduling and reporting
the size of the short data (including I.2 header length as
far as possible).

When uplink grant for new transmission 1s possible, the
UE 135 transmits the short data through the special
DRB.

If the short data 1s received through the special DRB, the

eNB 1035 performs the following operations.
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Determine the S-GW 130 to which the security protected
short data (hereinafter, referred SP short data) 1615
based on the address of the S-GW 130 1n the additional
information.

Transmit the SP short data to the S-GW 130 through the
common S1-U bearer. There may be a plurality of
S-GWs connected to the eNB 105. The eNB 103 has at
least one common S1-U bearer(s) for each S-GW 130.
The eNB 105 determines the S-GW 130 to which the
SP short data has to be transmitted based on the S-GW
130 address included in the additional information
1605.

When transmitting the SP short data through the common
S1-U bearer, the eNB 105 adds necessary information
to the SP short data such that the S-GW 130 1s capable
of identitying the UE 135 from which the SP short data
1s transmitted. This information may be TMSI of the
UE 135. The information also may be included 1n the
security imnformation 1610 by the UE 135.

If the SP short data 1s recerved through the S1-U bearer,
the S-GW 130 performs following operations at operation
1525.

Check the UE identifier and deliver the SP short data to

an 1nternal processor configured to process the SP short
data in the UE 1385.

The processor deciphers the SP short data using the
security information added to the received SP short
data.

After deciphering, the S-GW 130 routes the IP packet to
the destination.

FIG. 17 1s a flowchart illustrating data transmaission/

reception procedure of the UE 135.

If the atorementioned short data transtier procedure invoke
condition 1s fulfilled, the UE 135 initiates the modified data
transier procedure 3 at operation 1705.

The UE 135 transmits the RRC connection request mes-
sage through a random access procedure at operation 1710.
This message includes the reason of the RRC connection
setup procedure. The UE 135 informs that the message 1s
transmitted for the short data transier procedure.

If the RRC connection setup message 1s received, the U.
135 performs the following operations at operation 1715.

The UE 135 establishes an SRB 1 according to the
information received in the RRC connection setup
message.

The UE establishes a special DRB according to the
information received i the RRC connection setup
message. The difference between the special DRB and
the normal DRB 1s that the special DRB 1s established
in the middle of the RRC connection establishment
procedure while the normal DRB 1s established 1n the
middle of the RRC connection reconfiguration proce-
dure.

The UE notifies the higher layer of the availability of the
short data transfer (manages EPS bearer data transter).
The EPS bearer management entity sends the IP packet
to the special DRB.

The special DRB generates a PDCP SDU with the IP
packet. The additional information and security infor-
mation are added to the IP packet which 1s ciphered
using the information included in the security informa-
tion.

The additional information include the routing informa-

tion to the related S-GW 130.
The UE 133 sends the PDCP SDU through the special
DRB at operation 1720. From then on, the UE 135 transmuts
the IP packet of the EPS bearer using the special DRB.
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FIG. 18 1s a block diagram 1llustrating a configuration of
the UE 135 according to an embodiment of the present
disclosure.

Referring to FIG. 18, the UE 133 according to an embodi-
ment of the present disclosure 1includes a transcerver 1805,
a controller 1810, a multiplexer/demultiplexer 1815, a con-
trol message processor 1830, higher layer processors 1820

and 1825, an EPS bearer manager 1840, and a NAS layer
device 1845.

The transceiver 180 receives data and predetermined
control signals through a downlink channel of the serving
cell and transmits data and predetermined control signals
through an uplink channel. In the case that multiple serving
cells are configured, the transceiver 1805 performs data and
control signal transmission/reception through multiple serv-
ing cells.

The multiplexer/demultiplexer 1815 multiplexes the data
generated by the higher layer processors 1820 and 1825 and
the control message processor 1830 and demultiplexer the
data receirved by the transceiver 1805 to deliver the demul-
tiplexed data to appropriate higher layer processors 1820
and 1825 and control message processor 1830.

The control message processor 1830 1s an RRC layer
device and takes an action necessary for processing the
control message received from the eNB 105. For example,
if the RRC connection setup message 1s received, 1t estab-
lishes SRB1 and special DRB.

The higher layer processors 1820 and 1825 are DRB
devices and may be formed per service. They process the
data generated by the user services such as File Transfer
Protocol (FTP) and Voice over Internet Protocol (VoIP) and
sends the processed data to the multiplexer/demultiplexer
1815 or process the data from the multiplexer/demultiplexer
1815 and sends the processed data to the service applications
of the higher layer. One service may be mapped to one EPS
bearer and one higher layer processor one by one. It a certain
EPS bearer uses the data transfer procedure 2 or 3, no higher
layer process 1s configured for the corresponding EPS
bearer.

The controller 1810 controls the transceiver 1805 and the
multiplexer/demultiplexer 1813 to perform uplink transmis-
5101 USing an appropriate transmission resource at an appro-
priate timing by checking the scheduling command, e.g.
uplink grant, received through the transceiver 1805.

The EPS bearer manager 1840 determines whether to
apply the data transfer procedure 2 or 3 and, 1f 1t 1s
determined to apply any of the data transier procedures,
sends the IP packet to the RRC layer device or special DRB
device.

FIG. 19 1s a block diagram 1llustrating a configuration of
the eNB 105, MME 125, and S-GW 130 according to an
embodiment of the present disclosure, and the eNB 105 of
FIG. 19 includes a transceiver 1905, a controller 1910, a
multiplexer/demultiplexer 1920, a control message proces-
sor 1935, higher layer processors 1925 and 1930, a sched-
uler 1915, EPS bearer devices 1940 and 1945, and a NAS
layer device 1950. The EPS bearer devices located at the
S-GW 130, and the NAS layer device 1s located at the MME
125.

The transceiver 1905 transmits data and predetermined
control signals through a downlink carrier and receives data
and predetermined control signals through an uplink carrer.
In the case that a plurality of carriers are configured, the
transceiver 1905 may transmit and received data and control
signals through multiple carriers.

The multiplexer/demultiplexer 1920 multiplexes the data
generated by the higher layer processors 1925 and 1930 and
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the control message processor 1935 and demultiplexes the
data received by the transceiver 1905 to deliver the demul-
tiplexed data to appropriate higher layer processors 1925
and 1930, the control message processor 1935, and the
controller 1910. The control message processor 1935 pro-
cesses the control message transmitted by the UE 135 to take
a necessary action and generates the control message
addressed to the UE 135 to the lower layer.

The higher layer processors 1925 and 1930 may be
configured for the respective EPS bearers and form the RLC
PDUs with the data sent by the EPS bearer device and
deliver the RLC PDUs to the multiplexer/demultiplexer
1920 and converts the RLC PDUs from the multiplexer/
demultiplexer 1920 to the PDCP SDUs and delivers the
PDCP SDUs to the EPS bearer device.

The scheduler allocates transmission resource to the UE
135 at a predetermined timing in consideration of the builer
status and the channel state of the UE 135 and processes the
signal recerved from the UE 135 and to be transmitted to the
UE 135.

The EPS bearer device 1s configured per EPS bearer and
processes the data from the higher layer processes to trans-
mit the processed data to the next network node.

The higher layer processors and the EPS bearer devices
are connected to each other through S1-U bearer. The higher
layer processor corresponding to the special DRB 1s con-
nected to the EPS bearer for the special DRB through the
common S1-U bearer.

The NAS layer device processes the IP packet included in
the NAS message and sends the IP packet to the S-GW 130.

The invention claimed 1s:

1. A method for transmitting data by a terminal i a
wireless communication system, the method comprising;

identifying whether uplink data occurs or not;

determining whether a terminal 1s 1n an idle state or not;

transmitting, to a base station, a radio resource control
(RRC) connection request message in case the uplink
data occurs and the terminal 1s in the idle state:

receiving a RRC connection setup message 1n response to
the RRC connection request message; and

transmitting a RRC connection setup complete message
comprising a non-access stratum (NAS) message, the
NAS message including the uplink data,

wherein the NAS message 1s integrity protected and the

uplink data included 1n the NAS message 1s encrypted.

2. The method of claim 1, wherein:

the 1dle state 1s an evolved packet system (EPS) connec-

tion management 1dle (ECM-IDLE) state, and
wherein the uplink data 1s associated with an EPS bearer.

3. The method of claim 1, wherein the uplink data 1s
included 1n dedicatedInfoNAS 1n the RRC connection setup
complete message.

4. The method of claim 1, wherein the RRC connection
setup complete message further comprises mobility man-
agement entity (MME) information.

5. The method of claim 4, wherein the MME 1information
comprises routing information for determining MME to
which the base station routes the NAS message.

6. The method of claim 1, wherein the RRC connection
setup complete message 1s transmitted 1n case a predefined
condition 1s fulfilled.

7. A terminal for transmitting data 1n a wireless commu-
nication system, the terminal comprising:

a transceiver; and

at least one processor coupled with the transceiver and

configured to:
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identily whether uplink data occurs or not,

determine whether a terminal 1s 1n an idle state or not,

transmit, to a base station, a radio resource control
(RRC) connection request message in case the uplink
data occurs and the terminal 1s 1n the idle state,

receive a RRC connection setup message 1in response to
the RRC connection request message, and

transmit a RRC connection setup complete message
comprising a non-access stratum (NAS) message,
the NAS message including the uplink data,

wherein the NAS message 1s itegrity protected and the

uplink data included 1n the NAS message 1s encrypted.

8. The terminal of claim 7, wherein:

the 1dle state 1s an evolved packet system (EPS) connec-

tion management 1dle (ECM-IDLE) state, and
wherein the uplink data 1s associated with an EPS bearer.

9. The terminal of claim 7, wherein the uplink data 1s
included in dedicatedInfoNAS 1n the RRC connection setup
complete message.

10. The terminal of claim 7, wherein the RRC connection
setup complete message further comprises mobility man-
agement entity (MME) information.

11. The terminal of claim 10, wherein the MME 1nfor-
mation comprises routing information for determiming
MME to which the base station routes the NAS message.

12. The terminal of claim 7, wherein the RRC connection
setup complete message 1s transmitted 1n case a predefined
condition 1s fulfilled.

13. A method for receiving data by a network device 1n a
wireless communication system, the method comprising;

receiving, from a terminal, a radio resource control (RRC)

connection request message 1n case uplink data occurs
and the terminal 1s 1n an 1dle state;
transmitting a RRC connection setup message in response
to the RRC connection request message; and

recerving a RRC connection setup complete message
comprising a non-access stratum (NAS) message, the
NAS message including the uplink data,

wherein the NAS message 1s integrity protected and the

uplink data included 1n the NAS message 1s encrypted.

14. The method of claim 13, wherein the 1dle state 1s an
evolved packet system (EPS) connection management 1dle
(ECM-IDLE) state, and

wherein the uplink data 1s associated with an EPS bearer.

15. The method of claim 13, wherein the uplink data 1s
included in dedicatedInfoNAS 1n the RRC connection setup
complete third message.

16. The method of claim 13, wherein the RRC connection
setup complete message further comprises mobility man-
agement entity (MME) information.

17. A network device for receiving data in a wireless
communication system, the network device comprising:

a transceiver; and

at least one processor coupled with the transceiver and

configured to:

recetve, from a terminal, a radio resource control
(RRC) connection request message 1 case uplink
data occurs and the terminal 1s 1n an 1dle state,

transmit a RRC connection setup message 1n response
to the RRC connection request message, and

receive a RRC connection setup complete message
comprising a non-access stratum (NAS) message,
the NAS message including the uplink data,

wherein the NAS message 1s integrity protected and the
uplink data included 1n the NAS message 1s encrypted.
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18. The network device of claim 17, wherein:

idle state 1s an evolved packet system (EPS) connection

management 1dle (ECM-IDLE) state, and

wherein the uplink data 1s associated with an EPS bearer.

19. The network device of claim 17, wherein the uplink 5
data 1s 1ncluded 1n dedicatedInfoNAS 1n the RRC connec-
tion setup complete third message.

20. The network device of claim 17, wherein the RRC
connection setup complete message further comprises
mobility management entity (MME) information. 10
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