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METHOD AND SYSTEM FOR GENERATING
VALIDATION TESTS

FIELD OF THE INVENTION

The present invention relates to system testing. More
specifically, the present invention relates to a method and
system for generating post-silicon or other validation tests.

BACKGROUND

Design verification 1s a common process for testing a
newly designed integrated circuit, board, or system-level
architecture, to confirm that it complies with the require-
ments defined by the specification of the architecture for that
device. Design verification for a device under test (DUT)
may be performed on the actual device, but usually a
simulation model of the device 1s tested.

Verification of electronic designs has typically three
forms. At an early stage, before the electronic design 1s
implemented 1n hardware, simulation 1s conducted on a
model of the design. Another form 1s emulation, 1n which
one electronic hardware 1s used to mimic the behavior of
another (tested) electronic hardware. At more advanced
stages of design development a system on chic 1s validated,
in a process which 1s typically referred to as post-silicon
validation. Post-silicon validation 1s the last stage in the
clectronic design development, before 1t 1s manufactured.

Post-silicon validation tests are carried out on actual
devices running at speed on realistic system boards, the
results of which are assessed by a logic analyzer and other
validation tools.

SUMMARY

There 1s thus provided, according to some embodiments
of the present invention, a method for generating a valida-
tion test. The method may include, using a processor,
identifying, 1n a scenario for validation testing, a plurality of
actions that address a single resource 1n a conflicting man-
ner. The method may also include automatically generating,
target code of the scenario that includes one or a plurality of
resource management commands so as to prevent contlicting
addressing of that resource by said plurality of actions.

In some embodiments of the invention, the method may
include representing the scenario for validation testing in an
abstract representation.

In some embodiments, the validation test may be a post
silicon validation test.

In some embodiments of the invention, the scenario may
be a combined scenario and wherein the plurality of actions
may include actions 1 different scenarios of the combined
scenario.

In some embodiments said one or a plurality of resource
management commands may include one or more lock
commands.

In some embodiments the lock commands may be
selected from the group consisting of an exclusive lock
command, a shared lock command and a free command.

In some embodiments there 1s also provided a non-
transitory computer readable storage medium for generating,
a validation test, having stored thereon instructions that
when executed by a processor will cause the processor to:

identify, 1n a scenario for validation testing, a plurality of

actions that address a single resource in a contlicting man-
ner; and automatically generate target code of the scenario
that includes one or a plurality of resource management
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2

commands so as to prevent conflicting addressing of that
resource by said plurality of actions.

According to some embodiments of the invention, there 1s
also provided a system for generating a validation test. The
system may include a memory and a processor configured
to: using a processor, 1dentily, 1n a scenario for validation
testing, a plurality of actions that address a single resource
in a contlicting manner; and automatically generate target
code of the scenario that includes one or a plurality of
resource management commands so as to prevent contlicting
addressing of that resource by said plurality of actions.

BRIEF DESCRIPTION OF THE DRAWINGS

In order to better understand the present invention, and
appreciate 1ts practical applications, the following figures
are provided and referenced hereatter. It should be noted that
the figures are given as examples only and 1n no way limit
the scope of the invention. Like components are denoted by
like reference numerals.

FIG. 1 illustrates three examples of validated scenarios—
“solutions”—(prior art) originally constructed for use 1n
simulation.

FIG. 2A 1llustrates a combined scenario for a post-silicon
validation test according to some embodiments of the pres-
ent 1nvention.

FIG. 2B 1llustrates a combined scenario for a post-silicon
validation test according to some embodiments of the pres-
ent invention that includes valid scenarios configured to be
repeated 1n loops.

FIG. 2C 1llustrates time lines of the looped scenarios of a
combined scenario, according to some embodiments of the
present invention, i which each scenario 1s configured to be
repeated 1n loops of predetermined number.

FIG. 2D illustrates a combined scenario for a post-silicon
validation test according to some embodiments of the pres-
ent invention that includes valid scenarios configured to be
repeated 1n loops, wherein one or more of the actions
included 1n the combined scenario are changed 1n each loop.

FIG. 3 illustrates a method for generating a post-silicon
validation test, according to some embodiments of the
present 1nvention.

FIG. 4 illustrates a method for generating post-silicon
validation tests, according to some embodiments of the
invention.

FIG. 5 illustrates a system for generating a post-silicon
validation test, according to some embodiments of the
present invention.

DETAILED DESCRIPTION OF EMBODIMENTS
OF THE INVENTION

In the following detailed description, numerous specific
details are set forth 1n order to provide a thorough under-
standing of the methods and systems. However, 1t will be
understood by those skilled in the art that the present
methods and systems may be practiced without these spe-
cific details. In other instances, well-known methods, pro-
cedures, and components have not been described in detail
s0 as not to obscure the present methods and systems.

Although the examples disclosed and discussed herein are
not limited in this regard, the terms “plurality” and “a
plurality” as used herein may include, for example, “mul-
tiple” or “two or more”. The terms “plurality” or *““a plural-
ity” may be used throughout the specification to describe
two or more components, devices, elements, units, param-
cters, or the like. Unless explicitly stated, the method
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examples described herein are not constrained to a particular
order or sequence. Additionally, some of the described
method examples or elements thereol can occur or be
performed at the same point 1n time.

Unless specifically stated otherwise, as apparent from the
following discussions, it 1s appreciated that throughout the
specification, discussions utilizing terms such as “adding”,
“associating” “‘selecting,” “evaluating,” ‘“‘processing,”
“computing,” “calculating,” “determining,” “designating,”
“allocating” or the like, refer to the actions and/or processes
of a computer, computer processor or computing system, or
similar electronic computing device, that manipulate,
execute and/or transform data represented as physical, such
as electronic, quantities within the computing system’s
registers and/or memories into other data similarly repre-
sented as physical quantities within the computing system’s
memories, registers or other such information storage, trans-
mission or display devices.

Scenario generally refers to a set of actions put together
by a validation expert (“user”) that 1s to be tested on the
DUT. A valid scenario (a scenario that the DUT 1s meant to
perform flawlessly) 1s generally referred to as “solution”.
After a solution 1s established 1t may be converted 1nto a test
(converted to executable code, such as, for example, C-code
or Assembly). For brevity, we refer hereinafter to scenarios,
but 1t should be understood that in the context of the present
specification these terms (scenario, solution and test) are
practically exchangeable unless stated otherwise.

An electronic system (e.g., a smartphone) 1s typically
made up of a plurality of electronic devices (e.g., memory,
camera, central processing unit—CPU, graphical processing
unit—GPU, microphone, media player, etc.). At the early
stages 1n the development of electromic design, a model of
cach of the electronic devices that form the electronic
system 1s built (typically in Verilog or other HDL language
and verified, by simulating executions of a multitude of tests
on the on a simulation of the device under test (DUT). In
order to efliciently cover all functionalities of the DUT a
plurality of tests are generated (which are pieces of code,
e.g., C-code, assembly), each of the tests based on one of a
various scenarios which are constructed by a one or a
plurality of users (hereinafter “user” or “‘users”). Each
scenario 15 made up of a plurality of actions which the user
selects to be included in the scenario. The user also defines
the order in which the selected actions are to be performed—
consecutively or concurrently. “Consecutively” means that
actions are performed one at a time, the next action per-
formed only aifter the previous action was completed,
whereas “concurrently” means that two (or more) actions
may be carried out within a prescribed timeframe, and only
alter completion of all concurrent actions the next consecu-
tive action or actions may be performed.

Recently a tool was developed that allows a user to
construct an abstract scenario by dragging actions (actually
symbols of such actions) from a set of available actions 1nto
a designated space 1n a graphical user interface, defining the
relations between the selected actions (the order 1n which
they are to be performed—e.g., sequentially or in parallel),
and generating a test code from the constructed scenario.

FIG. 1 illustrates three examples, 102,104 and 106, of
validated scenarios—*“solutions”—(prior art) that were
originally constructed for use in simulation. Scenarios are
constructed by verification experts to include a plurality of
actions (al, a2, a3, etc.) which are to be used for testing a
DUT. The actions 1n a scenario are arranged in an orderly
manner (as suggested 1 the graph representation of the
scenar10) defining the order 1n which the actions are to be
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performed. Some actions are meant to be executed consecu-
tively, such as, for example, al-a2-a3-a5 (in scenario 102),
while some actions are to be executed concurrently, such as,
for example, al3 and al4 1n scenario 104. By “concurrent
execution” of actions 1s not necessarily meant that these
actions are performed simultaneously (but that may happen
as well), rather 1t means that concurrently executed actions
must all be completed before moving to the next action or
actions.

In principle the same valid scenarios may be used 1n
simulation, in emulation or 1n post-silicon validation, but the
run time of a test that 1s generated from the same scenario
in simulation, 1n emulation or 1n post-silicon validation vary
greatly. Just to comprehend the scales involved, a test that
runs for about a minute in post-silicon validation (e.g.,
booting up a smartphone) may take a few days to run in
stimulation. Thus a test that runs for a few hours 1n simula-
tion only runs for a few seconds 1n the post-silicon validation
stage.

Validated scenarios (“solutions”) that were originally
designed for simulation or emulation, may also be used 1n
constructing tests for post-silicon validation. Such approach
requires minimal effort from the user who can utilize sce-
narios that were originally constructed for the simulation
stage, 1n the post-silicon validation stage. It 1s generally
understood that users are interested 1n generating tests that
would run a reasonable length of time and challenge the
various components of a system on chip (SOC) in post-
s1licon validation.

A method for validating post-silicon SOC (which typi-
cally may be employed by a test generator of a post-silicon
validation tool) includes selecting validated scenarios (solu-
tions) that were originally designed for generating simula-
tion tests of components of that SOC, combining them into
a combined scenario, and generating from the combined
scenario a validation test. The combined scenario 1s made up
of a plurality of the selected solutions and after validating 1t
(solving) 1t 1s used for generating a combined test configured
to execute the plurality of the selected scenarios 1n parallel
(concurrently) on the SOC.

In the process of constructing the combined scenario,
validated scenarios addressing a single resource of the SOC,
in a manner that 1s beyond a valid limitation of that resource
(e.g., two actions addressing a device, such as the camera,
that can be addressed only sequentially, or requiring more
than a valid number of USB connections), may be excluded
and not included 1n the combined scenario.

In the process of constructing the combined scenario,
scenarios concurrently addressing a single resource, 1 a
manner that 1s beyond a valid limitation of that resource,
may be excluded and not included 1n the combined scenario,
but scenarios that address the same resource at different
times may be included in the combined scenario.

FIG. 2A 1llustrates a combined scenario 116 for a post-
s1licon validation test according to some embodiments of the
present invention. The combined scenario 116 includes three
selected validated scenarios (solutions), 102, 104 and 106.
The combined scenario, when converted 1nto a test, would
cause parallel concurrent execution of the three validated
scenarios starting 110 with the first actions, al, all and a20,
and terminating 112, after completion of the last three
parallel actions alO, al9 and a28. While the combined
scenario depicted 1n this figure combines three scenarios, a
combined scenario may include other numbers of scenarios.

Typically, according to some embodiments of the mven-
tion, a plurality of combined scenarios are constructed so as
to generate a plurality of post-silicon validation tests. Such
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tests exhibit a variety of combined scenario, aimed at
covering many versatile combined scenarios, thus testing
vartous components of the SOC under different test sce-
narios.

When dealing with scenarios that were ornginally
designed for simulation, typical run time of such scenarios,
when performed 1n the post-silicon validation stage 1s 1n the
order of one or a few seconds.

Thus, according to some embodiments of the present
invention, each of the plurality of scenarios forming the
combined scenario may configured to be repeated 1n loops,
as shown 1n FIG. 2B. Each of the scenarios—102, 104 and
106, of the combined scenario 216, upon completion, 1s
rerun again and again in a predetermined number of loops
202, 204 and 206, respectively.

Typically different scenarios have different run times,
which depends on the number and type of the various actions
included 1n each scenario.

FI1G. 2C illustrates time lines of the looped scenarios of a
combined scenario 301, according to some embodiments of
the present invention, 1n which each scenario 1s configured
to be repeated 1 loops of predetermined number (the
number of loops of each scenario 1n the combined scenarios
may vary). The scenario of time line 302 (presented by an
arrow) has a run time which 1s the longest among the
displayed scenarios. The scenario presented by time line 304
has a shorter run time than the scenario of time line 302, but
longer than the scenario presented 1n time line 308. The time
lines 1n this figure are truncated for brevity. The number “n”
of loops each scenario 1s configured to run may vary. It 1s
evident that as time progresses the current execution state
(the current combinations of actions performed at a current
instance) during the execution of the combined test changes
constantly, thereby increasing the versatility of the test
instances. For example, at test istance t1 (denoted by the
dashed line) the scenario of time line 302 1s about to end 1ts
first run (n=1), while the scenario of timeline 306 1s nearing
a second run (n=2) completion, and the scenario of time line
304 1s at the first half of the second run (n=2). At a second
test instance t2 the scenario of time line 302 1s in the second
half of 1ts second run (n=2), while the scenario of timeline
306 1s just starting a fourth run (n=4), and the scenario of
time line 304 has just completed half of the third run (n=3).
At a third test instance t3 the scenario of time line 302 1s in
the first half of 1its third run (n=3), while the scenario of
timeline 306 1s about to send the fourth run (n=4), and the
scenar1o of time line 304 1s at the beginning of the fourth run
(n=4). As a result of looping the scenarios of the combined
scenari1o, the testing conditions constantly change, offering
longer and more diverse tests, which are of greater interest
to the user.

Thus, 1n accordance with some embodiments of the
present invention a user 1s able to generate a rich and diverse
test in the post-silicon validation stage, with minimal efl

e

ort.
Instead of constructing new tests from scratch, the user can
utilize, 1n the construction of a post-silicon validation test,
the plurality of simulation scenarios that were previously
constructed (in the simulation stage), combine a plurality of
simulation scenarios, set the number of times the scenarios
in the combined scenario are to be rerun and generate
thereaiter the combined test.

FIG. 2D illustrates a combined scenario 402 for a post-
s1licon validation test according to some embodiments of the
present invention that includes valid scenarios 402, 404 and
406, configured to be repeated in loops, wherein one or more
of the actions 1ncluded 1n the combined scenario are changed
in each loop.
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In the example depicted in FIG. 2D each of the three
scenarios 502, 504 and 506, includes an action (action 3024,
action 302b6 and action 302¢, respectively) which it 1s
desired to change for each looped run. These actions may be,
for example write commands (that typically include, each, a
value and an address 1n memory into which the value 1s to
be written). Without interveming as described hereinaiter, in
the conversion of the combined scenario 1nto a test, the same
value will be assigned 1n the final code to be written by the

write command in each of the looped runs of the scenarios
that includes these actions.

Therefore, 1n accordance with some embodiments of the
present invention, before the generation of the combined
test, the user adds to the appropriate scenario a command
that 1s designed to produce a plurality of values during the
generation of the combined test, such that the generated
combined test causes different values to be written during
the execution of the test code 1n the post-silicon validation
stage. For example, in some embodiments, a user may set
per a scenario or a solution a loop-counter with a value ‘X’
and the test generation tool automatically generates ‘X’
values per each generated/exported attribute/field (e.g. ‘con-
straint loop-counter==X"). In some embodiments the test
generation tool generates legal values for ‘X’ in compliance
with one or more constraints. Consider, for example the
following pseudo-code:

action A {

valuel: byte;

value2: byte;

constraint valuel >=0;

constraint valuel +value2==10;

s

In the above example 11 attributes ‘valuel’ and ‘value2’
are exported to the C code (the generated test) then the tool
1s configured to generate ‘X’ legal values for ‘valuel’ and
‘value2’ (not necessarily unique values)—i.e. assuming the
C side 1s implemented as ‘C array of size X’ then ‘valuel[1]’
match ‘value2[1]” for each ‘1" 1n [0 . .. X-1].

FIG. 3 illustrates a method 600 for generating a post-
silicon validation test, according to some embodiments of
the present mnvention.

Method 600 includes obtaining 602 a selection of sce-
narios from a set of validated scenarios (solutions) originally
constructed for generating simulation tests (tests of DUTs
that form components of an SOC to be tested 1n post silicon
validation stage), and combine them 1nto a combined sce-
nar1o. Method 600 may also include obtaining 604 a number
of times the scenarios of the combined scenario are to be
executed 1n loops.

Method 600 may also include amending one or more
actions 1n the scenarios of the combined scenario to change
the execution of the amended action or actions 1n each of the
loops during execution of the generated post-silicon valida-
tion test.

Then, the combined scenario 1s solved 608 by a tool
solver. I the output solution 1s not validated the above
method steps are repeated to construct another combined
scenar10. If the solver output 1s validated a test 1s generated
from the combined scenario.

In the process of constructing the combined scenario,
validated scenarios may be found that address a single
resource of the SOC, and according to the description above
in order to avoid resource contlict (conflicting addressing of
the same resource) 1t was suggested to exclude such vali-
dated scenarios and not include them in the combined
scenario.
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However, there 1s a way to allow the inclusion of such
validated scenarios 1n the combined scenario, as 1s explained
hereinatter.

Two or more actions, of different validated scenarios, may
be found that address the same resource. This may be, for
example, addressing the same address 1n memory, address-

Ing a camera, a microphone or any other resource of the
tested SOC.

According to some embodiments of the invention, run-

time resource management may be applied, such as 1n the
manner described hereinatter.

FIG. 4 illustrates a method 400 for generating a validation
test, according to some embodiments of the invention.
Method 400 may include using a processor, 1dentifying 402,
in a scenario for validation testing, a plurality of actions that
address a single resource 1n a contlicting manner. Method
400 may further include automatically generating 404 target
code of the scenario that includes one or a plurality of
resource management commands so as to prevent contlicting,
addressing of that resource by said plurality of actions.

A combined scenario for post-silicon validation testing,
may include a plurality of validated scenarios, a plurality
(two or more) of actions 1n different scenarios of the
validated scenarios may address the same resource 1 a
conflicting manner. For example, consider the abstract pre-
sentation of the combined scenario shown i FIG. 2D.
Actions al3 and al4 in scenario 504, or action a23 1n
scenario 306 and action a5 1n scenario 502 may concurrently
address the same resource during execution.

Typically, a post-silicon validation tool may hold infor-
mation on each action of the combined scenario. Such
information may include, for example, i1dentity of the
resource of the target machine (e.g., SOC) on which that
action 1s to be executed.

Thus, the post-silicon validation tool may be configured
to review the combined scenario, for example, by reviewing,
an abstract representation of the combined scenario, to
identify actions in different scenarios of the combined
scenario that address the same resource in a conflicting
manner. The conflicting manner may be, for example,
addressing the same resource by diflerent actions that are
supposed to be executed or may be executed concurrently.
“Concurrently” may imply simultanecous execution or
execution within a time frame of predetermined length, or
other condition that suggests possible conflicts 1n addressing
of the same resource by these actions.

If actions of different scenarios that are idenfified to
address the same resource 1n a contlicting manner are found
then method 400 may further include automatically gener-
ating target code of the combined scenario that include
resource management commands so as to prevent contlicting,
addressing of that resource. The validation tool may be
configured to cause the resource management commands to
be added to a target code that 1s generated of the combined
scenario.

The resource management commands that may be used
correspond to the platform (e.g., simulator, post-silicon
SOC, Acron RISC Machine—ARM, etc.) on which the
target code 1s to be executed.

A “lock” function 1s a resource management command
designed to enforce limitations on access to a resource. A
“lock™ 1s typically designed to enforce a mutual exclusion
concurrency control policy.

For example, there are several types of “lock™ commands
that are designed to restrict access and use of a resource
under certain conditions and 1n a certain manner.
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An “exclusive lock™ command, typically associated with
“write” actions, causes a resource to become exclusively
available to one addressing action, while preventing any
other concurrent action from accessing that resource. Only
after a “free” command 1s 1ssued the exclusively locked
resource becomes available for access again. If a resource 1s
exclusively locked then shared locks or other exclusive
locks cannot be obtained. A “shared lock™ mitially locks the
resource to allow the locking action to access that resource
but allows a plurality of actions, later, to access the resource.
If one or more shared locks exist, exclusive locks may not
be obtained.

According to some embodiments of the present invention,
a user may be prompted, or otherwise allowed to select or
indicate a desired resource management command (e.g.,
“exclusive lock™, or “shared lock™) to be associated with
particular action or actions.

According to some embodiments of the invention, the
validation tool may automatically generate target code of the
combined scenario that includes resource management com-
mands so as to prevent contlicting addressing of that
resource.

According to some embodiments of the invention, the
validation tool may cause an abstract representation of a
target code to be presented on a display device to a user. And
a user may indicate for specific action or actions what type
of resource management command may be applied to that
action. For example, consider the following pseudo code
relating to a target code, where Al and A2 (and B1 and B2
and D1 and D2, respectively) are diflerent instances of the
same action A i different scenarios of a combined scenario
or of the same scenario, and where Bl and B2 have been
identified as potentially conflicting actions prone to concur-
rent addressing of the same resource R1 (*some code™ refers
to specific code that 1s part of the designated action, and 1s
typically different for each action):

Main( )

run Al( )

run B1( )

run D1( )

run A2( )

run B2( )

run D2( )

Al ()

Some code

B1 ()

Lock (R1)

Some code

Free (R1)

D1 ()

Some code

A2 ()

Some code

B2 ()

Lock (R1)

Some code

Free (R1)

D2 ()

Some code

In the above example, a user has added resource man-
agement commands of a specific kind—an exclusive lock
command and a corresponding free command. In other
examples, other resource management commands may be
used, as appropriate and/or desired by the user.

Thus, when the validation tool generates a target code of
the combined scenario, the resource management commands




US 10,295,596 B1

9

become embedded 1n the runtime target code, a
runtime resource management.

Similarly, if an exclusive lock action 1s present in the
combined scenario then a corresponding freeing action may
be selected by the user, to facilitate additional use of that
resource by other actions.

The validation tool applies the user defined commands to
the generated target code, which 1s then used for execution
on the SOC (or other deign under test—DUT).

While the above description of some embodiments of the
present invention relates to post-silicon validation testing,
which mvolves the use of combined scenarios for testing, 1t
1s asserted that a method according to some embodiments of
the invention may be implemented 1n simulation (where the
contlicting actions are included 1n a single scenario (and not
in different scenarios of a combined scenario).

FI1G. 5 1llustrates a system 700 for generating post-silicon
validation tests, according to some embodiments of the
present invention. System 700 may 1nclude a processor 702
(e.g. single processor or a processing unit made that includes
a plurality of processors, on a single machine or distributed
on a plurality of machines) for executing a method accord-
ing to some embodiments of the present invention. Process-
ing unit 702 may be configured to obtain a selection of
action scenarios from a set of scenarios originally con-
structed for generating simulation tests; to combine the
selected scenarios into a combined scenario 1 which the
selected scenarios are to be executed in parallel; and to
generate a post-silicon test code corresponding to the com-
bined scenario.

Processor 702 may be linked with memory 706 on which
a program implementing a method according to some
embodiments of the present mvention and corresponding
data may be loaded and run from, and storage device 708,
which includes a non-transitory computer readable medium
(or mediums) such as, for example, one or a plurality of hard
disks, flash memory devices, etc. on which a program
implementing a method according to some embodiments of
the present invention and corresponding data may be stored.
System 700 may further include an output device 704 (e.g.
display device such as CRT, LCD, LED etc.) on which one
or a plurality user interfaces associated with a program
implementing a method according to some embodiments of
the present invention and corresponding data may be pre-
sented. System 700 may also include input interface 701,
such as, for example, one or a plurality of keyboards,
pointing devices, touch sensitive surfaces (e.g. touch sensi-
tive screens), etc. for allowing a user to input commands and
data.

Some embodiments of the present invention may be
embodied in the form of a system, a method or a computer
program product. Similarly, some embodiments may be
embodied as hardware, software or a combination of both.
Some embodiments may be embodied as a computer pro-
gram product saved on one or more non-transitory computer
readable medium (or media) in the form of computer read-
able program code embodied thereon. Such non-transitory
computer readable medium may include instructions that
when executed cause a processor to execute method steps in
accordance with examples. In some examples the instruc-
tions stores on the computer readable medium may be 1n the
form of an installed application and 1n the form of an
installation package.

Such instructions may be, for example, loaded by one or
more processors and get executed.

For example, the computer readable medium may be a
non-transitory computer readable storage medium. A non-
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transitory computer readable storage medium may be, for
example, an electronic, optical, magnetic, electromagnetic,
inirared, or semiconductor system, apparatus, or device, or
any combination thereof.

Computer program code may be written 1n any suitable
programming language. The program code may execute on
a single computer system, or on a plurality of computer
systems.

Some embodiments are described hereinabove with ref-
erence to tlowcharts and/or block diagrams depicting meth-
ods, systems and computer program products according to
various embodiments.

Features of various embodiments discussed herein may be
used with other embodiments discussed herein. The forego-
ing description of the embodiments has been presented for
the purposes of 1llustration and description. It 1s not intended
to be exhaustive or limiting to the precise form disclosed. It
should be appreciated by persons skilled in the art that many
modifications, variations, substitutions, changes, and
equivalents are possible in light of the above teaching. It 1s,
therefore, to be understood that the appended claims are
intended to cover all such modifications and changes that
tall within the true spirit of the present invention.

The mmvention claimed 1s:

1. A method for generating a validation test, the method
comprising:

using a processor, 1dentifying, in a combined scenario of

a plurality of scenarios having different run times to be
executed 1n parallel and 1n repeated loops, each sce-
nar1o of the plurality of scenarios having been validated
in simulation or emulation testing, the combined sce-
nar1o for inclusion in a post silicon validation test of a
system on chup (SOC), each scenario comprising one or
more actions that are to be performed on the SOC, a
plurality of the actions of different scenarios of the
plurality of scenarios in one of the loops that concur-
rently address a single resource of the SOC, the single
resource bemng limited to sequential addressing and
comprising a memory address or a device of the SOC;
and

automatically by the processor generating target code of

the validation test that includes one or a plurality of
resource management commands, each of the resource
management commands configured to prevent the con-
current addressing of the single resource by said plu-
rality of the actions.

2. The method of claim 1, wherein said one or a plurality
ol resource management commands comprises one or more
lock commands.

3. The method of claim 2, wherein said one or a plurality
of lock commands are selected from the group consisting of
an exclusive lock command, a shared lock command and a
free command.

4. A non-transitory computer readable storage medium for
generating a validation test, having stored thereon instruc-
tions that when executed by a processor will cause the
processor to:

identify, 1n a combined scenario of a plurality of scenarios

having different run times to be executed 1n parallel and
in repeated loops, each scenario of the plurality of
scenarios having been validated 1n simulation or emu-
lation testing, the combined scenario for inclusion 1n a
post silicon validation test of a system on chip (SOC),
cach scenario comprising one or more actions that are
are to be performed on the SOC, a plurality of the
actions of different scenarios of the plurality of sce-
narios in one of the loops that concurrently address a
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single resource of the SOC, the single resource being
limited to sequential addressing and comprising a
memory address or a device of the SOC; and
automatically generate target code of the validation test
that includes one or a plurality of resource management
commands, each of the resource management com-
mands configured to prevent the concurrent addressing
of the single resource by said plurality of the actions.

5. The non-transitory computer readable storage medium
of claiam 4, wherein said one or a plurality of resource
management commands comprises one or more lock com-
mands.

6. The non-transitory computer readable storage medium
of claim 5, wherein said one or a plurality of lock commands
are selected from the group consisting of an exclusive lock
command, a shared lock command and a free command.

7. A system for generating a validation test, the system
comprising;

a memory and

a processor configured to:

using a processor, 1dentify, in a combined scenario of a
plurality of scenarios having different run times to be
executed 1n parallel and 1n repeated loops, each
scenario of the plurality of scenarios having been
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validated 1n simulation or emulation testing, the
combined scenario for inclusion m a post silicon
validation test of a system on chip (SOC), each
scenario comprising one or more actions that are are
to be performed on the SOC, a plurality of the
actions ol different scenarios of the plurality of
scenarios 1 one of the loops that concurrently
address a single resource of the SOC, the single
resource being limited to sequential addressing and
comprising a memory address or a device of the
SOC; and
automatically generate target code of the validation test
that includes one or a plurality of resource management
commands, each of the resource management com-
mands configured to prevent the concurrent addressing
of the single resource by said plurality of the actions.

8. The system of claim 7, wherein said one or a plurality
ol resource management commands comprises one or more
lock commands.

9. The system of claim 8, wherein said one or a plurality
of lock commands are selected from the group consisting of
an exclusive lock command, a shared lock command and a
free command.
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