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DATA COLLABORATION BETWEEN
DIFFERENT ENTITIES

CROSS REFERENCE TO RELATED
APPLICATIONS; PRIORITY CLAIM

This application claims the benefit under 35 U.S.C. 120 as
a continuation of application Ser. No. 14/887,071, filed Oct.
19, 2015, which claims the benefit of provisional application
62/209,762, filed Aug. 235, 2015, the entire contents of which
are hereby incorporated by reference as if fully set forth

herein, under 35 U.S.C. § 119(e).

FIELD OF THE DISCLOSURE

Embodiments relate to data sharing and more specifically,
to data collaboration between different entities.

BACKGROUND

The approaches described 1n this section are approaches
that could be pursued, but not necessarily approaches that
have been previously conceirved or pursued. Therefore,
unless otherwise indicated, 1t should not be assumed that any
of the approaches described in this section qualify as prior
art merely by virtue of their inclusion 1n this section.

Different entities may include governments, corporations,
and/or individuals who wish to participate 1n data collabo-
ration. However, there may be some information that an
entity may wish to share with a different entity, and there
may be other mnformation that the entity may wish to avoid
sharing with the different entity. Unfortunately, it may be
difficult to establish categorical rules for distinguishing
between information to share and information to safeguard.
For example, the intricacies of complex internal policies
may carve out exceptions that swallow up a general rule.
Thus, there 1s a need for an approach that facilitates con-
sistent application of such distinctions at fine levels of
granularity.

BRIEF DESCRIPTION OF THE DRAWINGS

In the drawings:

FIG. 1 depicts an example graph.

FIG. 2 depicts a detailed view of a graph, 1n an example
embodiment.

FIG. 3 1s a table that depicts an approach for identifying
portions ol a graph to be redacted.

FI1G. 4 depicts an example redacted graph.

FIG. 5 depicts an example set of export data.

FIG. 6 1s a tlow diagram that depicts an approach for data
collaboration between diflerent entities.

FIG. 7 depicts a computer system upon which an embodi-
ment may be implemented.

FIGS. 8A-H depict example computer graphical user
interfaces for an export process.

FIGS. 9A-G depict example computer graphical user
interfaces for an 1mport process.

While each of the drawing figures depicts a particular
embodiment for purposes of depicting a clear example, other
embodiments may omit, add to, reorder, and/or modily any
of the elements shown in the drawing figures. For purposes
of depicting clear examples, one or more figures may be
described with reference to one or more other figures, but
using the particular arrangement depicted 1n the one or more
other figures 1s not required 1n other embodiments.
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2
DETAILED DESCRIPTION

In the following description, for the purposes of expla-
nation, numerous specific details are set forth 1 order to
provide a thorough understanding of the present disclosure.
It will be apparent, however, that the present disclosure may
be practiced without these specific details. In other
instances, well-known structures and devices are shown 1n
block diagram form 1n order to avoid unnecessarily obscur-
ing the present disclosure. Modifiers such as “first” and
“second” may be used to differentiate elements, but the
modifiers do not necessarily indicate any particular order.
For example, a second data object may be so named
although, 1n reality, 1t may correspond to a first, second,
and/or third data object.

General Overview

Different entities may wish to share information. For
example, Alice may wish to send information about Bob to
Charlie. A graphical representation of the information about
Bob may be displayed at Alice’s computer. The graphical
representation may include nodes and edges. Each node may
represent a person, place, event, or anything else that can be
a noun. Each node may also be associated with an attribute,
such as hair color, address, birthdate, etc. Each edge may
connect two nodes and may represent a relationship between
the two nodes.

The mformation about Bob may undergo one or more
redaction stages. In each redaction stage, Alice may identify
a portion of the graphical representation to be redacted based
on any ol a number of redaction criteria. In each redaction
stage, display of the graphical representation may be
updated to remove display of the portion of the graphical
representation to be redacted.

After the last redaction stage, Alice may submit a request
to export the graphical representation. In an embodiment,
the request may cause audit data to be generated and sent to
a person with the authority to approve exporting the graphi-
cal representation. For example, the audit data may be
provided to Diana for approval. When Alice and/or Diana
confirm exporting the graphical representation, a machine-
readable representation of a redacted graph 1s exported to
Charlie.

When Charlie imports the machine-readable representa-
tion, the redacted graph may be displayed at Charlie’s
computer. In an embodiment, Alice’s information about Bob
may be resolved with Charlie’s information about Bob.

Example Graph

An enftity (e.g., a government, a corporation, an organi-
zation, an individual) may wish to share information with a
different entity. The information may be stored as a graph
that 1s displayed at a computer associated with the entity.
FIG. 1 depicts an example graph. Referring to FI1G. 1, Graph
102 1s displayed in computer graphical user mterface 100.
Graph 102 includes node 104 and edge 106.

Graph 102 may be conceptually structured according to
an object-centric data model. The object-centric data model
may be independent of any particular database model that
may be used for storing a copy of the mnformation to be
shared. For example, each data object of the object-centric
data model may correspond to one or more rows 1n a
relational database or an entry i a Lightweight Directory
Access Protocol (LDAP) database.

Graph 102 may include multiple nodes. Each node 104 of
the multiple nodes may represent a distinct data object. At
the highest level of abstraction, a data object may be a
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container for mformation representing things in the world.
For example, a data object may represent a person, a place,
an organization, an event, a document, an unstructured data
source (e.g., an e-mail, a news report, an academic paper),
or other noun. Each data object may be associated with a
unique 1denftifier that umquely identifies the data object.
Additionally or alternatively, each data object may be asso-
ciated with a data object type (e.g., a person, an event, a
document). Additionally or alternatively, each data object
may be associated with a display name, which may be the
value of a particular property of the data object.

FIG. 2 depicts a detailed view of a graph, 1n an example
embodiment. Referring to FIG. 2, graph 102 includes dis-
tinct data objects 200, 202, 204, 206, 208, 210, and 212.
Distinct data objects 200 and 202 are connected by relation-
ships 218 and 220. Distinct data object 202 contains data
object property 214, and distinct data object 204 contains
data object property 216.

Each data object may be a container for one or more data
object properties 214, 216. Data object properties 214, 216
may be attributes of data objects and may represent indi-
vidual data items. Each data object property 214, 216 may
have a type and a value. Diflerent data object types may be
associated with different data object property types. For
example, the data object type “person” may have the data
object property type “eye color”, whereas the data object
type “event” may have the data object property type “date”.
Additionally or alternatively, a data object may contain more
than one data object property 214, 216 of the same type. For
example, the data object type “person” may have more than
one of the data object property type “phone number”.

Graph 102 may include at least one edge 106 that con-
nects two nodes. Each edge 106 may represent one or more
relationships 218, 220 between the two nodes. In the
example of FIG. 2, each of relationships 218 and 220
represents a respective connection between two distinct data
objects 200 and 202. For example, distinct data objects 200
and 202 may share a common event or matching data object
property values. Each of relationships 218 and 220 may be
symmetrical or asymmetrical. For example, distinct data
object 200 may be connected to distinct data object 202 by
an asymmetric “child of” relationship or a symmetric “kin
of” relationship.

Different data object types may be associated with dif-
terent relationship types. For example, relationship 218 may
be a “lives with” relationship if distinct data objects 200 and
202 are both of the data object type “person” and share
matching data object property values for the data object
property type “address”. In another example, distinct data
objects 200 and 204 may be separated by distinct data object
200, which 1s of the data object type “event”. Thus, distinct
data objects 200 and 204 may be connected to distinct data
object 200 by a “participated 1n” relationship.

In an embodiment, edge 106 of FIG. 1 may represent both
relationships 218 and 220 of FIG. 2. Thus, a pair of distinct
data objects 200, 202 may be connected by multiple rela-
tionships 218 and 220. For example, distinct data objects
200 and 202 may each be of the data object type “person”,
relationship 218 may represent a “spouse of” relationship,
and relationship 220 may represent a “lives with” relation-
ship.

Data object types, data object property types, and/or
relationship types may be defined according to a pre-defined
or user-defined ontology or other hierarchical organization
ol data object types and data object property types. These
definitions may be stored as a portable ontology map that
may be transmitted between diflerent entities.
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Approach for Identifying Portions of a Graph to be
Redacted

An enfity may wish to redact a particular data object, a
particular data object property, and/or a particular relation-
ship that 1s displayed in computer graphical user interface
100. FIG. 3 1s a table that depicts an approach for identiiying
portions of a graph to be redacted. Referring to FIG. 3, each
redaction stage 300 corresponds to one or more redaction
criteria 302 and a portion of the graph to be redacted 304.
Redaction criteria 302 includes access control classification
306, provenance 308, data object type 310, data object
property type 312, and media type 314.

Computer graphical user interface 100 may be used to
identify one or more portions of a graph 102 to be redacted
by the time the graph 102 1s exported. Identitying one or
more portions of a graph 102 to be redacted may be
performed 1n one or more redaction stages 300 by a user
and/or an automated computing process.

One or more redaction criteria 302 may be used 1n each
redaction stage 300. The one or more redaction criteria 302
may be applied 1n any order and 1n any combination. The
one or more redaction criteria 302 may be any of a number
of different categories for data. In an embodiment, a server
computer communicatively coupled to computer graphical
user interface 100 may store the different categories for data.
Thus, computer graphical user interface 100 may receive
input from a user selecting the one or more redaction criteria
302 from available categories. Additionally or alternatively,
the one or more redaction criteria 302 may be automatically
detected based on graph metadata, such as access control
identifiers, provenance identifiers, data object identifiers,
etc.

In an embodiment, a redacted graph may be generated
based on filtering portions of a graph 102 in a series of
redaction stages 300. The series of redaction stages 300 may
be ordered 1n such a manner that each successive redaction
stage 300 filters portions of the graph 102 at an increasingly
finer level of granularity. For example, in FIG. 3, the series
of redaction stages 300 may be designed so that redaction
criteria 302 progress from broad categories to specific
sub-categories.

In a first redaction stage 300, a first portion of graph 102
to be redacted may be 1dentified based on an access control
classification 306 of the first portion of graph 102. Access
control classification 306 may include a permission based on
a security clearance, a user’s responsibilities within an
entity, an 1dentity of a recerving entity, and/or any other
suitable basis for establishing bright-line rules for data
access. Each data item in graph 102 may be associated with
one or more access control classifications 306. For example,
in FIG. 3, distinct data object 212 may correspond to an
informant who 1s 1dentified for redaction based on an access
control classification 306 indicating that information related
to the informant should generally be safeguarded from a
particular receiving entity, such as the government of
Canada.

In a second redaction stage 300 of FIG. 3, a second
portion of graph 102 to be redacted may be 1dentified based
on a provenance 308 of the second portion of graph 102.
Provenance 308 may indicate a particular information
source, such as a particular entity, a particular database,
and/or a particular document. Each data item in graph 102
may be associated with a provenance identifier. For
example, i FIG. 3, relationship 220 may correspond to
information that was obtained from a particular government
agency, such as the National Security Agency, and that 1s
identified to be redacted by the time graph 102 1s exported.
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In a third redaction stage 300 of FIG. 3, a third portion of
graph 102 to be redacted may be 1dentified based on a data
object type 310 of the third portion of graph 102. Each
distinct data object of graph 102 may contain an 1dentifica-
tion of a data object type 310. For example, in FIG. 3,
distinct data objects 206, 208, and 210 may correspond to
documents that are identified for redaction so that the
existence of the documents remains unknown to other
entities.

In a fourth redaction stage 300 of FIG. 3, a fourth portion
of graph 102 to be redacted may be 1dentified based on a data
object property type 312 of the fourth portion of graph 102.
Each data object property in graph 102 may be associated
with an 1dentification of a data object property type 312. For
example, 1n FIG. 3, data object property 216 may correspond
to salary information that 1s 1dentified to be redacted by the
time graph 102 1s exported.

In a fifth redaction stage 300 of FIG. 3, a fifth portion of
graph 102 to be redacted may be 1dentified based on a media
type 314 of the fifth portion of graph 102. Media type 314
may indicate a particular data type or file format, such as an
application, an audio recording, a video recording, an 1image,
a message, and/or text. Each distinct data object of graph
102 that contains media data may also contain an 1dentifi-
cation of a media type 314. For example, 1n FIG. 3, data
object property 214 may correspond to a photograph that 1s
identified to be redacted by the time graph 102 1s exported.

Although redaction criteria 302 and redaction stages 300
are depicted m FIG. 3 as having a particular order, the
particular order 1s provided by way of example and should
not be construed as limiting redaction criteria 302 and
redaction stages 300 in any way. Redaction criteria 302 and
redaction stages 300 may be applied 1n any order and 1n any
combination, including an order and/or combination that
differs depending on the particular graph 102 to be redacted.

Example Redacted Graph

At the same time or after a time when one or more
portions of a graph 102 are 1dentified to be redacted, display
of the graph 102 may be updated to remove display of the
one or more portions of the graph 102 that were identified.
A redacted graph may be the graph 102 exclusive of the one
or more portions of the graph 102 that are 1dentified to be
redacted. FIG. 4 depicts an example redacted graph. Refer-
ring to FIG. 4, redacted graph 400 1s displayed in computer
graphical user interface 100.

A redacted graph 400 may be displayed concurrently with
or subsequent to 1dentifying one or more portions of a graph
to be redacted. For example, a redacted graph 400 may be
displayed in each redaction stage 300. Additionally or alter-
natively, a redacted graph 400 may be displayed aiter a final
redaction stage 300. Additionally or alternatively, a redacted
graph 400 may be displayed whenever one or more portions
of the graph 102 are to be removed.

Displaying a redacted graph 400 may provide a user with
teedback regarding one or more redactions. By providing
the user with a graphical representation of the effects of one
or more redactions, undesired redactions may be avoided.
For example, a user may be unaware that redacting both
distinct data objects 200 and 202 may cause automatic
redaction of relationships 218 and 220. Thus, displaying a
redacted graph 400 may serve as a mechanism for obtaiming,
user confirmation of one or more redactions.

Example Set of Export Data

After any remaining redaction stages 300 are complete, a
request to export the graph 102 may be received as mput via
a computer graphical user interface 100. For example, after
updating the display of graph 102 in computer graphical user
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interface 100, a set of export data may be generated. FIG. 5
depicts an example set of export data. Referring to FIG. 5,
computer 500 1s communicatively coupled to computer 502.
Machine-readable representation of redacted graph 504,
ontology map 506, and unique identifiers 508 are transmuit-
ted between computers 500 and 502.

Each of computers 5300 and 502 may be one or more
physical computers, virtual computers, and/or computing
devices. As an example, each of computers 500 and 502 may
be one or more server computers, cloud-based computers,
cloud-based cluster of computers, virtual machine instances
or virtual machine computing elements such as virtual
processors, storage and memory, data centers, storage
devices, desktop computers, laptop computers, mobile
devices, and/or any other special-purpose computing
devices. Each of computers 500 and 502 may be a client
and/or a server.

A set of export data may include one or more files from
which a redacted graph may be re-constructed at a computer
500, 502 associated with a receiving entity. A set of export
data may include a machine-readable representation of
redacted graph 504, an ontology map 506, unique 1dentifiers
508, and/or any other information that may be stored as
graph metadata.

Machine-readable representation of redacted graph 504
may include graph state information. The graph state infor-
mation may be encoded and/or compressed 1n any of a
number of formats. For example, the graph state information
may be a binary-encoded senialization of a tree or other
hierarchical data structure. Additionally or alternatively,
machine-readable representation of redacted graph 504 may
include the scalar data represented 1n the redacted graph. For
example, the scalar data may be stored as an Extensible
Markup Language (XML) file, a JavaScript Object Notation
(JSON) file, and/or any other serializable hierarchy of data.

As mentioned above, ontology map 506 may define
interrelationships among various portions of the redacted
graph. The interrelationships may include one or more
operations that may be performed on a particular portion of
the redacted graph 400. Ontology map 506 may be stored as
an XML file, a JSON file, and/or any other suitable format
for storing hierarchical data.

Unique 1dentifiers 508 may uniquely identity access con-
trol classifications 306, provenance 308, data objects, data
object properties, relationships, media files, and/or any other
portion of a graph 102. For example, a respective unique
identifier may be associated with each distinct data object 1n
a redacted graph. Unique identifiers 508 may be used to
correlate graph state information to scalar data. Unique
identifiers 508 that are globally unique may support data
object resolution and/or data deconfliction, which will be
described in greater detail below.

In an embodiment, a set of export data may include graph
metadata, such as vector clocks, timestamps, a list of
included data object types, a list of included data object
property types, a list of included relationship types, and/or
any other nformation that may facilitate importing a
redacted graph by a receiving entity. For example, as will be
described 1n greater detail below, the graph metadata may
indicate which portions of a redacted graph 400 were
included in a previous transmission.

In an embodiment, a request to export a graph 102 may
cause audit data to be generated. The audit data may include
a log of changes made to a graph 102. For example, the audit
data may indicate which data was changed (e.g., added,
modified, deleted), when the data was changed, who made
the change, where the data came from, and/or why the data
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was changed. In response to receiving the request to export
the graph 102, computer 500, 502 may automatically gen-
crate and provide the audit data to a person authorized to
approve sending a set of export data to a receiving entity.

Process Overview

FIG. 6 1s a tlow diagram that depicts an approach for data
collaboration between different entities. The data collabora-
tion may involve transmitting a redacted graph 400 between
computers 500, 502 of diferent entities. For example, the
computers 500, 502 of the different entities may include
database servers of the different entities; workstation com-
puters of the different entities; a workstation computer of a
sending entity and a database server of a receiving entity; a
database server of a sending entity and a workstation com-
puter of a receiving entity; and/or any other combination of
computers associated with the different entities.

At block 600 a graph 102 1s displayed in a computer
graphical user interface 100. The graph 102 may include at
least one node 104 and at least one edge 106. Each node 104
may represent a data object. Fach edge 106 may represent
one or more relationships 218, 220 between two data
objects.

At block 602, a portion of the graph 102 1s identified to
be redacted based on one or more redaction criteria 302. The
portion of the graph 102 may be redacted prior to or at the
same time as when the graph 102 1s exported. For example,
a por‘[lon of the graph 102 may be 1dentified for redaction but
remain unredacted until the graph 102 1s exported.

At block 604, display of the graph 102 may be updated
accordingly. Thus, display of the portion of the graph 102
that was 1dentified at block 602 1s removed from the com-
puter graphical user interface 100.

At block 606, 1t 1s determined whether any redaction
criteria remain to be applied. If so, block 606 proceeds to
block 602 for another redaction stage 300. Otherwise, block
606 proceeds to block 608.

At block 608, a request to export the graph 102 is received
as mput by the computer graphical user intertace 100. A set
of export data including a machine-readable representation
of redacted graph 504 may be saved to a file for export.

At optional block 610, audit data 1s generated and pro-
vided to a person authorized to approve exporting of the set
of export data including the machine-readable representa-
tion of redacted graph 504. The request to export the graph
102 may cause the audit data to be generated.

At block 612, the set of export data including the
machine-readable representation of redacted graph 3504 1s
exported to a recerving entity. The recerving entity may then
import the set of export data.

Approach for Importing a Redacted Graph

In an embodiment, regardless of whether the receiving
entity already has certain data, the receiving entity may
import the redacted graph 1n its entirety. By doing so, the
receiving entity may collect rich data about provenance 308.
This can be usetul for version control. However, data object
resolution and/or data deconfliction may be necessary to
simplily the visualization of the data.

Data object resolution may 1mvolve a user or an automated
computing process determining that two or more separate
data objects actually represent the same thing in the real
world and invoking a function so that the separate data
objects appear to users as 1f they were a single data object.
For example, matching unique identifiers 508 and/or match-
ing data object properties (e.g., Social Security Numbers,
birthdates, addresses) may indicate that two data objects
refer to the same real-world object. When two data objects
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relationships of one data object may be copied to the other
data object prior to deleting them from the one data object.
However, both data objects may be retained to support
version control.

In the event of multiple versions of a particular data 1tem,
it may become necessary to deconflict the multiple versions.
Data decontliction may involve determining which of the
multiple versions 1s the correct version. Determining the
correct version may be based on vector clocks, timestamps,
and/or any other mechanism for attributing a time of cre-
ation to a particular version. A time of creation for a version
of a data 1item may correspond to a time (e.g., a logical time)
when a change to the data item was persisted. Comparing a
respective time of creation for each version of a data item
may cause determining that the multiple versions are
ordered or concurrent.

In response to determining that the multiple versions are
ordered, the version corresponding to the most recent time
of creation may be determined to be the correct version. For
example, a sending entity may have a version of distinct data
object 200 with a time of creation T1, and a recerving entity
may have a version of distinct data object 200 with a time
of creation T2. Based on comparing T1 and 12, 1t may be
determined that the receiving entity already has the correct
version.

In response to determining that the multiple versions are
concurrent, the multiple versions may be compared to deter-
mine whether each version mmvolves a change to an over-
lapping data object property or an overlapping data object
property type. For example, a sending entity may have a
version ol distinct data object 202 with a data object
property 214 of “blue eyes”, and the receiving entity may
have a version of distinct data Ob:ect 202 with a data object
property 214 of “brown hair”. Since the two versions
involve changes to non-overlapping data object property
types, the receiving entity may incorporate “blue eyes™ nto
its version of distinct data object 202. In another example,
the recelving entity may instead have a version of distinct
data object 202 with a data object property 214 of “green
eyes”. Since the two versions involve changes to overlap-
ping data object property types, the changes may be deter-
mined to be conflicting changes.

Contlicting changes may involve manual decontliction to
determine the correct version. To assist a user in manual
decontliction, a most recent common version of a particular
data item may be presented to the user along with differences
between the most recent common version and each version
to be decontlicted. The most recent common version may be
a superseded version that was most recently shared by a
sending entity and a receiving enfity prior to the current
divergence 1n versions. For example, computer 502 at a
receiving entity may present an analyst with a superseded
version of distinct data object 202 with a data object
property 214 of “hazel eyes”. Since both the sending entity
and the receiving entity had previously agreed that “hazel
eyes’ was the correct eye color, “green eyes” may be
determined to be the correct version of the data object
property 214.

In an embodiment, even after decontliction, the receiving
entity may maintain copies of conilicting changes to enrich
its provenance data. For example, the receiving entity may
associate distinct data object 202 with each of the conflicting
data object properties 214. However, “blue eyes” may have
a provenance identifier of “17, “green eyes” may have a
provenance identifier of “2”, and “hazel eyes” may have a
provenance identifier of *“1” and *“2”.
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Upon importing the redacted graph 400, access control
classifications 306 may be assigned at the receiving entity
via the computer graphical user interface 100. In an embodi-
ment, the access control classifications 306 assigned at the
receiving entity may be based on the access control classi-
fications 306 used by the sending entity. In an embodiment,
the access control classifications 306 used by the sending
entity may be redacted upon export, so the receiving entity
may customize an assignment of access control classifica-
tions 306 to the redacted graph 400.

Example Export Computer Graphical User Interfaces

FIGS. 8A-H depict example computer graphical user
interfaces for an export process. Although the export process
depicted 1 FIGS. 8A-H 1s similar to the export process
described above, export processes are not limited 1n any way
to the export process described above or depicted i the
figures.

FIG. 8A depicts an example computer graphical user
interface 100 for selecting a redaction template. A list of
redaction templates may be presented 1n a drop-down menu.
Each of redaction template may specily one or more redac-
tion stages 300 and one or more redaction criteria 302. A
graph 102 to be redacted may also be displayed in a
computer graphical user interface 100. Different templates
may be suitable for different graphs 102. However, redaction
may not be limited to a redaction template that 1s selected.
Further filtering may be specified 1n addition to any filtering
performed based on a redaction template. Additionally or
alternatively, a “Customize” button may be selected to
modily a redaction template. A “Next” button may be
selected to proceed to FIG. 8B.

FIG. 8B depicts an example computer graphical user
interface 100 for selecting access control classifications 306.
In an embodiment, access control classifications 306 may be
selected for inclusion. In an embodiment, access control
classifications 306 may be selected for exclusion. A com-
puter graphical user interface 100 may display a graph 102
that has been updated to remove portions of the graph 102
that have been 1dentified based on the access control clas-
sifications 306. In an embodiment (not shown), the computer
graphical user interface 100 may indicate which portions of
the graph 102 have been updated. A “Hide Changes” button
(not shown) may remove any indications of which portions
of the graph 102 have been updated. A “Previous™ button
(not shown) may be selected to return to FIG. 8 A. A “Next”
button may be selected to proceed to FIG. 8C.

FIG. 8C depicts an example computer graphical user
interface 100 for redacting based on provenance 308. In
FI1G. 8C, data sources and the contents of the data sources
are displayed as a hierarchy of checkboxes that list catego-
ries, such as particular uploads of data, and sub-categories,
such as “Manually Entered Data” and “NBA images”. A
computer graphical user interface 100 may display a graph
102 that has been updated to remove portions of the graph
102 that have been 1dentified based on provenance 308. The
computer graphical user interface 100 may indicate which
portions of the graph 102 have been updated. A “Hide
Changes™ button may remove any indications of which
portions of the graph 102 have been updated. A “Previous™
button may be selected to return to FIG. 8B. A “Next” button
may be selected to proceed to FIG. 8D.

FIG. 8D depicts an example computer graphical user
interface 100 for redacting based on data object type 310. In
FIG. 8D, data object types 310 are displayed as a hierarchy
of checkboxes that list categories, such as “Entity Types”,
“Document Types”, and “Event Types”, along with a respec-
tive number of sub-categories within each category. Each
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sub-category, such as “Person”, “Commercial Organiza-
tion”, and “Computer”, 1s also displayed with a respective
number ol data objects within each sub-category. A com-
puter graphical user interface 100 may display a graph 102
that has been updated to remove portions of the graph 102
that have been 1dentified based on data object type 310. The
computer graphical user interface 100 may indicate which
portions of the graph 102 have been updated. A “Hide
Changes” button may remove any indications of which
portions of the graph 102 have been updated. A “Previous”
button may be selected to return to FIG. 8C. A “Next” button
may be selected to proceed to FIG. 8E.

FIG. 8E depicts an example computer graphical user
interface 100 for redacting based on data object property
type 312. In FIG. 8E, a computer graphical user interface
100 displays a list of checkboxes associated with data object
property types 312, such as “Address”, “Document Title”,
and “Item Name”. Each data object property type 312 1s also
displayed with an associated number of data objects and data
object properties. The computer graphical user intertace 100
may display a graph 102 that has been updated to remove
portions of the graph 102 that have been 1dentified based on
data object property type 312. The computer graphical user
interface 100 may indicate which portions of the graph 102
have been updated. A “Hide Changes™ button may remove
any indications of which portions of the graph 102 have been
updated. A “Previous” button may be selected to return to
FIG. 8D. A “Next” button may be selected to proceed to FIG.
8F.

FIG. 8F depicts an example computer graphical user
interface 100 for redacting based on notes and media 1tems.
In FIG. 8F, a list of data objects are displayed 1n computer
graphical user interface 100. For each data object that i1s
listed, a checkbox corresponding to a media item 1s dis-
played. The computer graphical user interface 100 may
display a graph 102 that has been updated to remove
portions of the graph 102 that have been 1dentified based on
notes and media items. For example, only certain data object
properties may be removed from a data object 11 the data
object has any remaining data fit for export; otherwise, the
entire data object may be removed. In an embodiment (not
shown), the computer graphical user interface 100 may
indicate which portions of the graph 102 have been updated.
A “Hide Changes” button (not shown) may remove any
indications of which portions of the graph 102 have been
updated. A “Previous” button may be selected to return to
FIG. 8E. A “Next” button may be selected to proceed to FIG.
8G.

FIG. 8G depicts an example computer graphical user
interface 100 for creating export data. The export data may
be persisted to a database of the sending entity. There, the
export data may be retrieved by an interested party, such as
a person authorized to approve exporting a redacted graph
400. Among the details to be persisted with the export data
1s an explanation of why the export data was generated. A
“Previous” button may be selected to return to FIG. 8F. A
“Next” button may be selected to proceed to FIG. 8H.

FIG. 8H depicts an example computer graphical user
interface 100 for persisting export data as a file. The file
format may be a compressed folder that includes a machine-
readable representation of a redacted graph 400.

Example Import Graphical User Interfaces

FIGS. 9A-G depict example computer graphical user
interfaces for an import process. The import process
depicted 1n FIGS. 9A-G 15 provided by way of example and
does not limit, import processes 1 any way to the import
process depicted 1n the figures.
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FIG. 9A depicts an example computer graphical user
interface 100 for selecting a file to be imported. Files to be
imported may be structured or unstructured. In an embodi-
ment, computer graphical user interface 100 may include a
teature that displays data object types 310 and/or data object
property types 312 automatically detected 1n the file to be
imported. However, this feature may be disabled on com-
mand. A “Next” button may be selected to proceed with the
import process.

Although not shown, data 1n a selected file may be
mapped according to a data ontology of the recerving entity.
For example, graph 102 of FIG. 1 may be transformed into
a different representation based on the predefined relation-
ships that are available for the receiving enfity.

FIG. 9B depicts an example computer graphical user
interface 100 for reviewing import settings. The import
settings may include summary statistics (e.g., data size,
number of data sources) for the file to be imported, access
control classifications 306 to be assigned to data 1items 1n the
file, rules for data object resolution, and/or rules for data
decontliction (not shown). The import settings may be
configured 1n any number of ways, including manual and/or
automatic modes. An “Import” button may be selected to
confirm the import settings.

FIG. 9C depicts an example computer graphical user
interface 100 for confirming data items for import. In
response to selecting the “Import” button depicted in FIG.
9B, an alert message may prompt a user to confirm a
particular number of data items for import. The particular
number of data items may be determined based on data
object resolution and/or data decontliction.

FIG. 9D depicts an example computer graphical user
interface 100 for displaying data items confirmed for import.
The data 1tems may include data objects, relationships, and
data object properties. The data items may be retrieved from
an XML file, for example.

FIG. 9E depicts an example computer graphical user
interface 100 for importing graph state information. The
graph state information may be necessary to reconstruct a
redacted graph 400 from the data items.

FIG. 9F depicts an example computer graphical user
interface 100 for specifying graph state information for
import. The graph state information may be retrieved from
a compressed folder used to store the graph state information
during data transmission.

FIG. 9G depicts an example computer graphical user
interface 100 for displaying a redacted graph 400. The
redacted graph 400 may be reconstructed based on the data
items stored 1n an XML file, for example, and the graph state
information.

Hardware Overview

According to one embodiment, the techniques described
herein are implemented by one or more special-purpose
computing devices. The special-purpose computing devices
may be hard-wired to perform the techniques, or may
include digital electronic devices such as one or more
application-specific integrated circuits (ASICs) or field pro-
grammable gate arrays (FPGAs) that are persistently pro-
grammed to perform the techniques, or may include one or
more general purpose hardware processors programmed to
perform the techmiques pursuant to program instructions in
firmware, memory, other storage, or a combination. Such
special-purpose computing devices may also combine cus-
tom hard-wired logic, ASICs, or FPGAs with custom pro-
gramming to accomplish the techniques. The special-pur-
pose computing devices may be desktop computer systems,
portable computer systems, handheld devices, networking
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devices or any other device that incorporates hard-wired
and/or program logic to implement the techniques.

For example, FIG. 7 1s a block diagram that depicts a
computer system 700 upon which an embodiment may be
implemented. Computer system 700 includes a bus 702 or
other communication mechanism for communicating infor-
mation, and a hardware processor 704 coupled with bus 702
for processing information. Hardware processor 704 may be,
for example, a general purpose microprocessor.

Computer system 700 also includes a main memory 706,
such as a random access memory (RAM) or other dynamic
storage device, coupled to bus 702 for storing information
and 1nstructions to be executed by processor 704. Main
memory 706 also may be used for storing temporary vari-
ables or other intermediate information during execution of
instructions to be executed by processor 704. Such instruc-
tions, when stored in non-transitory storage media acces-
sible to processor 704, render computer system 700 1nto a
special-purpose machine that 1s customized to perform the
operations specified 1n the 1nstructions.

Computer system 700 further includes a read only
memory (ROM) 708 or other static storage device coupled
to bus 702 for storing static information and 1nstructions for
processor 704. A storage device 710, such as a magnetic disk
or optical disk, 1s provided and coupled to bus 702 for
storing 1information and instructions.

Computer system 700 may be coupled via bus 702 to a
display 712, such as a cathode ray tube (CRT), for displaying
information to a computer user. An mput device 714, includ-
ing alphanumeric and other keys, 1s coupled to bus 702 for
communicating information and command selections to
processor 704. Another type of user mput device 1s cursor
control 716, such as a mouse, a trackball, or cursor direction
keys for communicating direction mmformation and com-
mand selections to processor 704 and for controlling cursor
movement on display 712. This mput device typically has
two degrees of freedom 1n two axes, a first axis (e.g., X) and
a second axis (e.g., v), that allows the device to specily
positions 1n a plane.

Computer system 700 may implement the techniques
described herein using customized hard-wired logic, one or
more ASICs or FPGAs, firmware and/or program logic
which in combination with the computer system causes or
programs computer system 700 to be a special-purpose
machine. According to one embodiment, the techniques
herein are performed by computer system 700 in response to
processor 704 executing one or more sequences of one or
more instructions contained i maimn memory 706. Such
instructions may be read nto main memory 706 from
another storage medium, such as storage device 710. Execu-
tion of the sequences of instructions contained 1n main
memory 706 causes processor 704 to perform the process
steps described heremn. In alternative embodiments, hard-
wired circuitry may be used in place of or in combination
with software 1nstructions.

The term “storage media” as used herein refers to any
non-transitory media that store data and/or instructions that
cause a machine to operation 1n a specific fashion. Such
storage media may comprise non-volatile media and/or
volatile media. Non-volatile media includes, for example,
optical or magnetic disks, such as storage device 710.
Volatile media includes dynamic memory, such as main
memory 706. Common forms of storage media include, for
example, a tloppy disk, a flexible disk, hard disk, solid state
drive, magnetic tape, or any other magnetic data storage
medium, a CD-ROM, any other optical data storage
medium, any physical medium with patterns of holes, a
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RAM, a PROM, and FEPROM, a FLASH-EPROM,
NVRAM, any other memory chip or cartridge.

Storage media 1s distinct from but may be used in con-
junction with transmission media. Transmission media par-
ticipates 1n transierring information between storage media.
For example, transmission media includes coaxial cables,
copper wire and fiber optics, including the wires that com-

prise bus 702. Transmission media can also take the form of

acoustic or light waves, such as those generated during
radio-wave and infra-red data communications.

Various forms of media may be imnvolved 1n carrying one
or more sequences of one or more instructions to processor
704 for execution. For example, the instructions may 1ni-
tially be carried on a magnetic disk or solid state drive of a
remote computer. The remote computer can load the 1nstruc-
tions 1nto 1ts dynamic memory and send the instructions over
a telephone line using a modem. A modem local to computer
system 700 can receive the data on the telephone line and
use an 1nira-red transmitter to convert the data to an infra-red
signal. An 1nira-red detector can receive the data carried 1n
the mira-red signal and appropriate circuitry can place the
data on bus 702. Bus 702 carries the data to main memory
706, from which processor 704 retrieves and executes the
instructions. The instructions received by main memory 706
may optionally be stored on storage device 710 either before
or after execution by processor 704.

Computer system 700 also includes a communication
interface 718 coupled to bus 702. Communication interface
718 provides a two-way data communication coupling to a
network link 720 that 1s connected to a local network 722.
For example, communication interface 718 may be an
integrated services digital network (ISDN) card, cable
modem, satellite modem, or a modem to provide a data
communication connection to a corresponding type of tele-
phone line. As another example, communication interface
718 may be a local area network (LAN) card to provide a
data communication connection to a compatible LAN. Wire-
less links may also be implemented. In any such implemen-
tation, communication interface 718 sends and receives
clectrical, electromagnetic or optical signals that carry digi-
tal data streams representing various types ol information.

Network link 720 typically provides data communication
through one or more networks to other data devices. For
example, network link 720 may provide a connection
through local network 722 to a host computer 724 or to data
equipment operated by an Internet Service Provider (ISP)
726. ISP 726 1n turn provides data communication services
through the world wide packet data communication network
now commonly referred to as the “Internet” 728. Local
network 722 and Internet 728 both use electrical, electro-
magnetic or optical signals that carry digital data streams.
The signals through the various networks and the signals on
network link 720 and through communication interface 718,
which carry the digital data to and from computer system
700, are example forms of transmission media.

Computer system 700 can send messages and receive
data, including program code, through the network(s), net-
work link 720 and communication interface 718. In the
Internet example, a server 730 might transmit a requested
code for an application program through Internet 728, ISP
726, local network 722 and communication interface 718.

The received code may be executed by processor 704 as
it 1s received, and/or stored in storage device 710, or other
non-volatile storage for later execution.

In the foregoing specification, embodiments have been
described with reference to numerous specific details that
may vary from implementation to implementation. The
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specification and drawings are, accordingly, to be regarded
in an 1llustrative rather than a restrictive sense. The sole and
exclusive 1indicator of the scope of the disclosure, and what
1s intended by the applicants to be the scope of the disclo-
sure, 1s the literal and equivalent scope of the set of claims
that 1ssue from this application, 1n the specific form 1n which
such claims 1ssue, including any subsequent correction.
What 1s claimed 1s:
1. A method comprising:
displaying, in a computer graphical user interface, a graph
comprising nodes and edges, each of the edges con-
necting two of the nodes, each of the nodes represent-
ing a distinct data object, each edge representing one or
more relationships between two distinct data objects;

based on a plurality of redaction stages, updating display
of the graph 1in the computer graphical user interface
betfore the graph 1s exported;
alter the updating, recerving a request to export the graph;
and responsive to receiving the request, exporting a
machine-readable representation of a redacted graph;

wherein the exporting comprises, for each redaction stage
of the plurality of redaction stages, performing opera-
tions comprising:
recerving, as a lirst user mput, a selection of a stage-
specific redaction category from a set of available
redaction categories, wherein the set of available redac-
tion categories 1s automatically generated based on
metadata of the nodes and edges 1n the graph;

receiving, as a second user mput, a selection of one or
more stage-specific redaction sub-categories related to
the redaction categories;

based on the selection of the stage-specific redaction

category and the selection of the one or more stage-
specific redaction sub-categories, identifying a portion
of the graph to be redacted and removing display of the
portion of the graph;

wherein the method 1s performed by one or more com-

puting devices.

2. The method of claim 1, wherein the identifying a
portion of the graph to be redacted before the graph 1s
exported and the updating display of the graph in the
computer graphical user interface to remove display of the
portion of the graph are performed in each redaction stage of
the plurality of redaction stages.

3. The method of claim 1, wherein the portion of the graph
to be redacted 1s identified based on an access control
classification of the portion of the graph.

4. The method of claim 1, wherein the portion of the graph
to be redacted 1s i1dentified based on a provenance of the
portion of the graph.

5. The method of claim 1, wherein the portion of the graph
to be redacted 1s 1dentified based on a data object type of the
portion of the graph.

6. The method of claim 1, wherein the portion of the graph
to be redacted 1s 1dentified based on a data object property
type of the portion of the graph.

7. The method of claim 1, wherein the portion of the graph
to be redacted 1s 1dentified based on a media type of the
portion of the graph.

8. The method of claim 1, wherein the machine-readable
representation 1s exported with an ontology map of the
redacted graph.

9. The method of claim 1, wherein the machine-readable
representation comprises a respective unique identifier for
cach distinct data object 1n the redacted graph.

10. The method of claim 1, wherein the exporting a
machine-readable representation of the redacted graph that
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comprises the graph exclusive of the portion of the graph
includes generating and providing audit data to a person
authorized to approve the exporting of the machine-readable
representation.
11. A computer system comprising:
one or more processors; and
one or more computer-readable media storing instructions
which, when executed by the one or more processors,
cause:
displaying, in a computer graphical user interface, a graph
comprising nodes and edges, each of the edges con-
necting two of the nodes, each of the nodes represent-
ing a distinct data object, each edge representing one or
more relationships between two distinct data objects;
based on a plurality of redaction stages, updating display
of the graph in the computer graphical user interface
betore the graph 1s exported;
after the updating, receiving a request to export the graph;

and
responsive to recerving the request, exporting a machine-

readable representation of a redacted graph;

wherein the exporting comprises, for each redaction stage
of the plurality of redaction stages, performing opera-
tions comprising:

receiving, as a first user mput, a selection of a stage-
specific redaction category from a set of available
redaction categories, wherein the set of available redac-
tion categories 1s automatically generated based on
metadata of the nodes and edges 1n the graph;

receiving, as a second user mput, a selection of one or
more stage-specific redaction sub-categories related to
the redaction categories;

based on the selection of the stage-specific redaction
category and the selection of the one or more stage-
specific redaction sub-categories, 1identifying a portion
of the graph to be redacted and removing display of the
portion of the graph.
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12. The system of claim 11, wherein the i1dentifying a
portion of the graph to be redacted before the graph 1s
exported and the updating display of the graph in the
computer graphical user interface to remove display of the
portion of the graph are performed in each redaction stage of
the plurality of redaction stages.

13. The system of claim 11, wherein the portion of the
graph to be redacted 1s 1dentified based on an access control
classification of the portion of the graph.

14. The system of claim 11, wherein the portion of the
graph to be redacted 1s 1dentified based on a provenance of
the portion of the graph.

15. The system of claim 11, wherein the portion of the
graph to be redacted is 1dentified based on a data object type
of the portion of the graph.

16. The system of claim 11, wherein the portion of the
graph to be redacted 1s i1dentified based on a data object
property type of the portion of the graph.

17. The system of claam 11, wherein the portion of the
graph to be redacted 1s 1dentified based on a media type of
the portion of the graph.

18. The system of claim 11, wherein the machine-readable
representation 1s exported with an ontology map of the
redacted graph.

19. The system of claim 11, wherein the machine-readable
representation comprises a respective unique identifier for

cach distinct data object in the redacted graph.

20. The system of claim 11, wherein the exporting a
machine-readable representation of the redacted graph that
comprises the graph exclusive of the portion of the graph
includes generating and providing audit data to a person
authorized to approve the exporting of the machine-readable
representation.
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