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DATA SENSITIVITY BASED
AUTHENTICATION AND AUTHORIZATION

CROSS-REFERENCES TO RELATED
APPLICATIONS

This application 1s a non-provisional application of and
claims priority to U.S. Provisional Application No. 61/834,
361 titled “DATA SENSITIVITY BASED AUTHENTICA-

TION”, filed Jun. 12, 2013, which 1s herein incorporated by
reference 1n 1ts entirety for all purposes.

BACKGROUND

Embodiments of the invention are directed to methods of
providing different levels of security based on data sensi-
tivity.

Mobile devices increasingly store highly sensitive data.
Typically, access permissions are defined statically, such that
access to any data requires the same type of authentication.
One example of this 1s a lock screen on a mobile phone.
Access to data on the mobile phone 1s controlled by the lock
screen and, once unlocked, all data on the phone 1s typically
accessible without additional authentication. Additionally,
application-centric authentication can be used to control
access to some data that 1s relevant to a particular applica-
tion. For example, a mobile banking application may require
an authentication step before access 1s granted to the mobile
banking application.

Application-centric and other coarse-grained security ser-
vices make no attempts to distinguish between high sensi-
tivity data and low sensitivity data, and instead apply
one-size-lits-all security policies to data requests. Such
security services are unable to adapt to provide different
levels of security based on the sensitivity of data to protect
against the unauthorized access of sensitive data.

Embodiments of the invention address these and other
problems, individually and collectively.

BRIEF SUMMARY

Systems, devices, apparatuses, and methods of the present
invention distribute authentication across multiple users. A
data sensitivity model can define the sensitivity of different
types of data. When an application requests access to a
particular data item, the sensitivity of that data item can be
determined. If the data item has a low sensitivity, access to
the data item can be granted. If the data item has a high
sensitivity, the system can request authentication before
granting access to the data item.

These and other embodiments
described in further detail below.

of the i1nvention are

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 shows a high level block diagram of a system
providing data sensitivity-based security, 1n accordance with
an embodiment of the invention.

FIG. 2 shows a computing device that implements data
sensitivity-based security according to some embodiments
of the present invention.

FIG. 3 shows a cloud-based security provider computer
according to some embodiments of the present invention.

FIG. 4 shows examples of data sensitivity levels for use
in a data sensitivity level-based security system according to
some embodiments of the present invention.

10

15

20

25

30

35

40

45

50

55

60

65

2

FIG. 5 shows an example of a decision table for use 1n a
data sensitivity level-based security system according to

some embodiments of the present ivention.

FIG. 6 shows a tlow diagram of a registration process for
use 1n a data sensitivity level-based security system accord-
ing to some embodiments of the present invention.

FIG. 7 shows a flow diagram of a method of controlling
access to data 1n a data sensitivity level-based security
system according to some embodiments of the present
invention.

FIG. 8 shows a block diagram of a mobile device 1n
accordance with some embodiments of the present inven-
tion.

FIG. 9 shows a block diagram of a computing device 1n
accordance with some embodiments of the present inven-
tion.

DETAILED DESCRIPTION

Systems, devices, apparatuses, and methods of the present
invention provide different levels of security based on the
sensitivity of the data requested. A data sensitivity model can
define the sensitivity of different types of data. When an
application requests access to a particular data item, the
sensitivity of that data item can be determined. If the data
item has a low sensitivity, access to the data item can be
granted. If the data item has a high sensitivity, the system
can request authentication before granting access to the data
item.

In accordance with an embodiment, a computing device,
such as a mobile device or a desktop computer, can be kept
in an unlocked state (e.g., without requiring authentication)
and the login session can be associated with security infor-
mation that provides a minimum level of privileges. As data
requests are received (e.g., Irom users, applications, or other
requesting entities) for data associated with higher sensitiv-
ity levels, the requestor can be prompted for additional
levels of authentication. A registration and credential 1ssu-
ance module can determine data sensitivity and control
access to data by prompting the user for authentication.

In some embodiments, data sensitivity can vary depend-
ing on security preferences defined by a particular user,
organization, service provider, or other entity. For example,
a weather application may not generally be associated with
sensitive data, and weather data associated with the weather
application may be accessed without requiring a password.
However, iI a business user checks the weather application
frequently, the weather application may generate a history
that eflectively tracks the business user’s location. The
weather history data for the business user may therefore be
considered more sensitive and may require a password, or
other authentication, to be accessed. Such sensitivity cus-
tomization may be specified by the user, e.g. during a
registration phase, by an organization, such as the business
user’s employer, or by a service provider, such as the app
developer, device developer, mobile network operator, or
other enfity. These customizations may be done without
changing the permissions for the weather application itsell,
1.., the weather application can be opened and current
weather viewed without requiring any additional authenti-
cation since the current weather at the current location may
be classified as having low sensitivity. When a request for
the weather history 1s receirved, the system determines that
the weather history data 1s more sensitive and can require
additional authentication.

In accordance with an embodiment, a registration author-
ity database can be maintaimned that manages the 1nitial
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baseline data and the updating model information for
authentication, including a fine-grained customization by the
user of the device. The number of signals can be updated by
a soltware update or by leveraging a cloud environment that
can aggregate data from other devices using the same model.

Prior to discussing the various embodiments of the pres-
ent 1nvention, a description of some terms may be helpful for
a better understanding of the disclosure.

A “computing device” may include a device that includes
clectronic components such as one or more processors
coupled to one or more computer readable and/or writable
memories (e.g., implementing one or more storage devices
and/or system memories). A computing device may be used
to execute one or more software applications. A computing,
device may also implement multiple operating environments
using hardware, software, firmware, or a combination
thereol for running security sensitive applications. Examples
of computing devices may include computers, mobile
devices, point-of-sale devices, security token devices, etc.
Some computing devices such as point-of-sale devices and
security token devices are specialized for conducting finan-
cial transactions.

A “mobile device” may include any electronic device that
may be transported and operated by a user. The mobile
device may provide communication capabilities for remote
communication with a network. The mobile device may be
configured to transmit and receive messages or commuini-
cations to and from a server computer and display the
messages on a display screen on the mobile device.
Examples of mobile devices include mobile phones (e.g.
cellular phones), PDAs, tablet computers, net books, laptop
computers, personal music players, hand-held specialized
readers, etc.

A “server’ or “server computer’ may typically be a
powerlul computer or cluster of computers. For example, the
server computer may be a large mainirame, a minicomputer
cluster, or a group of servers functioning as a unit. In one
example, the server computer may be a database server
coupled to a web server.

A “requestor” may be an entity, such as, an individual user
that may be associated with one or more computing devices,
an application executing on one or more devices, or any
entity 1n communication, locally or remotely, with one or
more computing devices which 1s operable to request access
to data associated with the one or more computing devices.
For example, a requestor may be a user who 1s able to
operate a computing device to request access to sensitive
data, such as by using a banking or payment application,
executing on the device.

“Sensitive data” may include information that may
require security protection. Sensitive data may be defined in
one or more “data sensitivity levels”. For example, sensitive
data having a low data sensitivity level may include sensi-
tive information associated with a user, such as Personal
Identifying Information (PII) (e.g., name, home address,
¢-mail address, phone number, social security number, etc.),
Personal Account Information (PAI) associated with a finan-
cial account (e.g., primary account number (PAN), expira-
tion date, verification numbers or codes, etc.), Personal
identification Number (PIN), or a username/password asso-
ciated with other types of non-financial accounts (e.g., email
accounts), etc. Sensitive data may also include device infor-
mation associated with a computing device such as Elec-
tronic Serial Number (ESN), Internet Protocol (IP) address,
Media Access Control (MAC) address, device identifier,
device settings, geo-location information associated with the
computing device, etc. Sensitive data may also include user

10

15

20

25

30

35

40

45

50

55

60

65

4

data such as a picture or image taken by a user, an audio
recording, a contact of the user, etc. Sensitive data having a
higher data sensitivity level may include data or information
used for cryptographic operations such as cryptographic
algorithms, digital certificates, cryptographic keys, etc., and/
or data resulting from a cryptographic operation such as
encrypted data. Thus, sensitive data may include informa-
tion that 1s stored or programmed onto the computing
device, specifically entered into the computing device by the
user, and/or information otherwise accessible by the com-
puting device that may be used by the computing device.
Sensitive data may also include execution of a code (e.g.,
software code of an application or operating system, firm-
ware code, etc.). Sensitive data may be associated with other
data, for example, by being mapped or linked to other assets,
or by being used by the same application. For example, a
PAN may be associated with a name on the account and a
verification code. As described further below, what particu-
lar data 1s considered sensitive data, and 1ts associated data
sensitivity level, may be customized by a user or other entity.

“Data sensitivity model” also referred to herein as a
“machine learning model” or “decision model” may refer to
a data model that can be used to i1dentily sensitivity asso-
ciated with data. The data sensitivity model can receive a
plurality of mputs, such as application permissions, user
settings, and device state, and determine a data sensitivity
level associated with a particular data item. The data sen-
sitivity model can include a decision tree, access control
table, search algorithm, or other process as described further
below.

“Security information” may include data or information
used for security operations (e.g., cryptographic operations).
Examples of security information are digital certificates,
cryptographic keys, etc., and/or data resulting from a cryp-
tographic operation such as encrypted data.

As used herein, a “security policy” may include a set of
rules that are used for protecting and/or managing access to
sensitive data, security services, or a combination thereof.
For example, a security policy may determine how sensitive
data 1s stored (e.g., 1n an encrypted form or in a certain
storage area), or determine how sensitive data may be
accessed (e.g., authentication of a requesting entity,
exchange of cryptographic messages, etc.). The security
policy for an application may be tied to sensitivity of data
and may be used to determine security services to provide to
the application based on the sensitivity of the data.

“Authentication” or “authenticating” may be the process
of proving or verilying certain information, and/or veritying
the 1dentity of the source of that information. Authentication
to verily the source of information may be achieved, for
example, through the use of digital certificates and/or digital
signatures. The digital certificate and/or digital signature
may be generated using a private key of a key pair, and may
be verified using a public key of the key pair.

A “secure communication channel” may be a networking
channel between two entities, such as a server computer and
mobile device, that may allow the two entities to commu-
nicate with each other through a secure channel without eves
dropping by a third entity, spoofing of the communication by
a third entity or masquerading of the third entity as one of
the two expected entities participating in the secure com-
munication. Setting up a secure communication channel
allows sensitive information such as credit card numbers,
social security numbers, login credentials and signaling
information for managing a secure operating environment to
be transmitted securely between the two entities. Known
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techniques, such as secure socket layer (SSL) protocols may
be used 1n establishing a secure communication channel.

A “payment processing network™ may include data pro-
cessing subsystems, networks, and operations used to sup-
port and deliver certificate authority services, authorization
services, exception file services, and clearing and settlement
services. An exemplary payment processing network may
include VisaNet™., Payment processing networks such as
VisaNet™ are able to process credit card transactions, debit
card transactions, and other types ol commercial transac-
tions. In some implementations, the payment processing
network may interact with applications running on a user
device. The payment processing network may include a
server computer. The payment processing network may use
any suitable wired or wireless network, including the Inter-
net.

An “1ssuer” may typically refer to a business entity (e.g.,
a bank) that maintains financial accounts for the user and
often 1ssues a payment device, such as a credit or debit card
to the user. An “issuer” may also refer to a trusted authority
that provides digital certificates used for authentication. A
“merchant™ 1s typically an entity that engages 1n transactions
and may sell goods or services. An “acquirer” 1s typically a
business entity (e.g., a commercial bank) that has a business
relationship with a particular merchant or other entity. Some
entities may perform both issuer and acquirer functions.
Some embodiments may encompass such single entity
1ssuer-acquirers. Each of the enfities (e.g., merchants and
1SSUers may comprise one or more computer apparatuses to
enable communications through the communications net-
work, or to perform one or more of the functions described
herein.

“App” or “application” may include any software module
that accesses, modifies, creates, or otherwise interacts with
data on a mobile device. Apps can be installed and execute
on the mobile device. Apps can also execute primarily 1n a
cloud environment and interact with a user through a thin
client application installed on the mobile device. Apps can
interact with data stored on the mobile device, 1n the cloud
environment, or at a remote location.

Embodiments of the present invention can be applied
across various devices and applications which access, store,
create, or otherwise interact with sensitive data.

FIG. 1 shows a high level block diagram of a system
providing data sensitivity-based security, 1n accordance with
an embodiment of the invention. As shown in FIG. 1, a
computing device 100, such as a mobile device, desktop
computer, tablet computer, laptop computer, workstation, or
other device, may include a host operating environment 102
and a data security engine 104. In some embodiments, the
data security engine 104 can execute 1n the host operating
environment. In some embodiments, the data security engine
104 may execute on dedicated hardware, secure elements, or
in a different hardware or software environment from the
host operating environment. The data security engine can
generally control access to data by managing requests for
data access. These requests may be for data stored locally,
such as 1n local data 122, or remotely, such as in remote data
124. Requests may be recerved from a user operating the
device, such as through an application executing on the
device. The requests may also be received without user
involvement, from applications executing locally on the
device or remotely.

In some embodiments, data security engine 104 can
implement a data sensitivity-based security system. The data
sensitivity-based security system can control access to data
based on how “sensitive” the data. When a request to access
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data 1s received, an access decision engine 110 can evaluate
one or more data security mputs 112 to determine the
sensitivity level of the requested data and the current authen-
tication level of the requestor.

For example, an application on computing device 100 can
send a request to access data. The application may send the
request 1n response to user mput, such as where a user
requests to view banking details, an email, or other data, or
the application may send the request without user input. In
some embodiments, the requested data may be stored
locally, 1n local data 122, or may be stored remotely at a
server accessible to the computing device over a network
106, such as the Internet, a WIFI network, a mobile network,
ad-hoc network, or other remote connection. The data secu-
rity engine 104 may receive the request and determine a data
sensitivity level (DSL) for the requested data. In some
embodiments, the data security engine 104 can include a
plurality of listeners that monitor memory addresses, data
sources, or other components that are configured to store
data. The data security engine 104 can intercept requests
detected by the plurality of listeners and determine whether
to grant or deny access to the requested data. This allows the
data security engine 104 to operate without making any
changes to applications. In alternative embodiments, appli-
cations can be configured to send all requests to access data
to the data security engine.

In response to the request to access data, access decision
engine 110 can determine whether the DSL of the requested
data 1s known. For example, as discussed further below, data
sensitivity module 108 may cache recently or frequently
accessed DSL data. If the DSL for the requested data is
known, then access to the data can be provided or denied
according to its known DSL. For example, if the DSL
corresponds to low sensitivity, access to the data can be
granted, or iI the DSL corresponds to high sensitivity,
authentication can be requested, depending on the current
authentication level of the requestor. If the DSL for the
requested data 1s unknown, access decision engine 110 can
determine the DSL of the requested data.

In accordance with an embodiment, access decision
engine 110 can include, or can access, access control data
122a. Access control data 1224 can be stored locally, 1n local
data 122, and can include a decision tree, decision table,
access control list, search algorithm, or other method that
can be used to determine, based on a plurality of data
security mputs 112, the data sensitivity level of the requested
data. For example, a decision tree may be used to distinguish
between conflicting inputs, by weighting the mnputs and
determining which input takes precedence. As described
further below, the plurality of data security inputs can
include user profile information, app profile information,
and device profile information. For example, in some
embodiments, the plurality of data security inputs may
include default permissions provided with applications, user
customizations, mobile device state data, and other inputs.
The plurality of data security inputs can be received from a
user, app developer, mobile network operator, or other entity
such as an employer or government agency.

Access decision engine 110 can then determine the DSL
and based on the DSL provide access to the data. For
example, as described further below with respect to FIG. 4,
DSL definitions 1226 can define the requirements and
restrictions placed on data at each DSL. In some embodi-
ments, 11 1t 1s determined that the DSL corresponds to a low
sensitivity, security information can be returned to the
requestor which provides access to the data. The security
information may provide access to the data indefinitely, or
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may be associated with a time-limited or event-limited
restriction (e.g., the security information may expire after a
given time period or 1t may expire if the computing device
1s placed 1n standby mode). If 1t 1s determined that the DSL
corresponds to high sensitivity data, then an authentication
request can be sent to the requestor 1f the requestor 1s not
currently authorized to access the data. In some embodi-
ments, the authentication request can be displayed to a user
through an application, and the user can provide authenti-
cation credentials, such as a user name and password. In
some embodiments, a requesting application may provide
security information, such as a ticket or other credential, 1n
response to the authentication request without requiring
input from a user. The authentication data can be returned
and, 1 the user 1s authenticated, then security information
can be sent to the requestor, which can be used to access the
requested data. In accordance with an embodiment, security
information can be issued through a Kerberos or similar
authentication protocol.

In some embodiments, when a request to access data 1s
granted or denied, or when additional authentication infor-
mation 1s requested, an event can be stored in event log
122¢. Event log 122¢ provides a history of data access
attempts, which may be periodically reviewed or audited by
an administrator. In some embodiments, audits may be
triggered by a change in request patterns. For example, if a
computing device has previously only included banking and
financial applications, and has therefore only recorded a
history of banking related data requests, a change 1n request
behavior from a new gaming application may trigger an
audit to ensure the gaming application 1s not malicious.

In some embodiments, a cloud security provider 114 may
manage security for a plurality of computing devices. Com-
puting device 100 and cloud security provider 114 may
communicate over a secure communication channel over

network 106. Cloud security provider 114 can include aggre-
gated security profile information 116, a registration author-
ity database 118 and a credential database 120. Cloud
security provider 114 may establish coarse-grained security
proflles which may be customized during a registration
process. Cloud security provider 114 can monitor customi-
zations that are received and make changes to the security
profiles 1n view of those customizations. Thus, cloud secu-
rity provider 114 can adapt dynamically and intelligently to
changing security demands by users, applications, groups of
users, or other entities and propagate those changes through
to all users or specific subsets of users.

Registration authority database 118 can include default
data sensitivity level definitions and a default model for
evaluating a plurality of data security inputs 112 to deter-
mine a DSL for a particular data item. In some embodi-
ments, the registration authority database 118 can maintain
default application settings as well as aggregate data sensi-
tivity information associated with different applications and/
or users. For example, when an application 1s made available
to users and/or devices through an application market, the
application developer can provide an 1initial permission
manifest. The initial permission manifest can be stored 1n the
registration authority database 118. For example, a mobile
wallet application may be associated with a restrictive
permission manifest, while a weather application may be
associated with a permissive permission manifest. As users
download and use the application, they can override the
initial permissions for an application based on their own
preferences, which serve as additional data security inputs
that are evaluated by the access decision engine 110.
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In some embodiments, as discussed further below, aggre-
gate details of user, application, and/or device permissions
customizations may be stored and analyzed by cloud secu-
rity provider 114. For example, 11 75% of users who down-
load a particular application override the mitial permissions
with more restrictive settings, an analytics module may use
this information to automatically change the permissions to
be more restrictive when a user downloads the particular
application (e.g., by assigning a more restrictive DSL to data
associated with the application). Alternatively, the user may
be prompted with the aggregate details of user customiza-
tions and asked to confirm the user’s preferred settings (e.g.,
to ensure the user 1s aware that settings are being changed to
be less restrictive than most users).

In some embodiments, a local version of registration
authority database 118 may be stored on computing device
100, stored remotely 1n the cloud security provider, or both.
When stored locally, on computing device 100, the database
may be periodically synchronized with the cloud security
provider to ensure the local database 1s up to date.

FIG. 2 shows a computing device that implements data
sensitivity-based security according to some embodiments
of the present invention. As shown i FIG. 2, computing
device 100 may include a host operating environment 102
and a data security engine 104. The host operating environ-
ment 102 may iclude a plurality of applications 102a, an
operating system 1025, a local data interface 102¢, and
hardware 102d. The local data interface can communicate
with one or more local data stores, such as local data 122. In
some embodiments, the data stored 1n local data 122 may be
stored separately as shown in FIG. 1, or mcorporated 1n
other hardware or software modules 1 the computing
device. In some embodiments, the applications 102a can
store application data in local data 122 through local data
interface 102¢.

Data sensitivity module 108 can include a registration
module 202 that can be used to set up 1nitial security profiles
for users, applications, devices, and other entities. When a
user or admimstrator first sets up a computing device for use,
the registration module 202 can prompt the user to select a
default security profile maintained by cloud security pro-
vider 114. Thereatter, registration module 202 may also be
used to register applications as they are installed. Similarly,
hardware or software peripherals that may be coupled to the
computing device may also be registered by the registration
module during installation. Registration of applications may
be performed without user mput. In some embodiments, a
user may be prompted during application registration to
confirm any changes to a default security profile requested
by the application. This can be used to prevent malicious
applications from operating 1n the background and gaining
access to mformation unknown to the user.

During registration, the user or administrator may be
prompted to provide a security credential, such as a user-
name and password, or to generate a new security credential.
In some embodiments, where the computing device 1s pro-
vided through a corporate entity, such as a government
agency or company, the user may be prompted to provide a
security credential associated with the corporate entity. The
registration module may then communicate with the cloud
security provider 114, through cloud security provider inter-
face 208, to obtain one or more default security profiles from
which the user may select. The security profiles may be
generated by the cloud security provider 114 or may be
defined by the corporate entity. The user may be further
prompted to customize a security profile, to provide greater
to lesser security to particular data items or types of data. For
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example, the user may choose to increase the sensitivity
level of all data associated with an email client application,
or may choose to increase the security of a weather history
file associated with a weather application. The selected
default security profile and profile customizations may be
stored and used as data security inputs by the access decision
engine 110 when determining whether to allow access to
requested data.

As shown 1n FIG. 2, data security mputs 112 can include
device state data 112a, which may include device location
(e.g., 1dentified using the device’s GPS module), lock/
unlock state, login state, and other device state information.
Permissions manifests 1126 can include permissions mani-
fests associated with applications 102a. The permissions
manifests can be provided with the applications when the
applications are installed on the computing device and can
represent 1nitial or default permissions associated with each
application. Security profile 112¢ can include security levels
generated by cloud security provider 114. The security
profiles may be based on a role associated with the user or
the security capabilities of the computing device. Addition-
ally, the security profile may be set by a device provider
(such as a mobile network operator, employer, or other
entity), or by the user during registration. Profile customi-
zations 1124 may include specific overrides received from a
user, application, or other entity. For example, the profile
customizations may allow specific exceptions to be defined
in the security profile, to provide greater or lesser security to
particular data items. For example, data that 1s associated
with a low sensitivity according to the security profile (such
as weather history data) may be more sensitive to a user or
group ol users. For example, a CEO of a corporation may
designate their weather app history as sensitive data as 1t
corresponds to their travel history. Stmilarly, weather history
may correspond to troop movements where multiple mem-
bers of a military group include the same app. As such,
organizations such as the military or a corporate entity may
designate the weather app data as sensitive and push those
security customizations to the computing devices associated
with each user of the organization.

When a request to access data 1s received from one of the
applications 102a on the device or a remote application,
access decision engine 110 can evaluate the request 1n view
of the data security inputs to determine whether to grant or
deny access to the requested data. Access decision engine
110 may include a decision model 110a. The decision model
can evaluate the data security iputs 112 to determine
whether to grant or deny access. The decision model can
determine the DSL of the requested data using a decision
table, decision tree, or other model to evaluate the data
security inputs. For example, a hierarchy may exist based on
the who provided the mput (e.g., a customization from an
employer may not be overridden by an employee except to
make the data more secure). Similarly, using device profile
data security mputs, access from one device data may have
a low sensitivity level whereas from a different device 1t may
have a high sensitivity level. In some embodiments, the data
security mputs may be analyzed by assigning a weight to
cach of the plurality of inputs, identifying one or more of the
plurality of inputs having a highest weight; and determinming
the data sensitivity level associated with the one or more of
the plurality of inputs having the highest weight. Alterna-
tively, the weighted values may be summed and the sum
compared to a data sensitivity scale that determines the DSL
of the data.

Once the DSL of the requested data has been 1dentified,
the DSL can be compared to an authentication level asso-
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ciated with the request. In some embodiments, the authen-
tication level may be determined from security information
provided with the request (such as a credential or security
ticket). If the authentication level of the request 1s not
enough to provide access to the data, authentication service
1105 can prompt the requestor for additional authentication
information. In some embodiments, authentication service
1105 can cause the computing device to display a request for
a username and password, PIN, or other data. In some
embodiments, authentication service 1105 can send a
request to an external and/or third party authentication
service to obtain additional authentication information.
When new authentication information 1s received, credential
management service 110¢ can verily the authentication
information and, 11 authentic, 1ssue new security information
that allows access to the requested information. Access
decision engine may also maintain access control lists
(ACLs) 110d, role-based access control (RBAC) or other
access control system data. In some embodiments, a third
party, such as a government agency, corporate entity, or
other group, may provide the access control data. Access
decision engine 110e may also include, or have access to,
cevent log 110e. As described above, event log 110e may
maintain information related to each data access request
received, including an identifier associated with the
requestor, the requested data, whether the request was
granted or denied, and other related information. This allows
for a data request history to be reconstructed for auditing

purposes.
As shown 1n FIG. 2, 1n some embodiments, data sensi-

tivity module 108 can include DSL cache 204. DSL cache
204 may be used to store DSLs for recently, or frequently
requested, data for faster access decisions. The cache can
periodically request updates to DSLs from the cloud security
provider 114 for the frequently accessed data and update any
changed DSLs accordingly. Alternatively, cached DSLs may
be periodically marked stale and, when a subsequent request
for a data associated with a stale DSL 1s recetrved, the DSL
can be determined and updated. In some embodiments,
DSLs stored i DSL cache 204 may be hashed or encrypted
to limit access to the DSL data to the data sensitivity module
108. In some embodiments, DSLs stored in the DSL cache
may be associated with a DSL, and a request to access
cached DSL data may first require authentication of the
requestor. Encryption and hash algorithms, cryptographic
keys, and decryption information can be stored in crypto
library 210.

FIG. 3 shows a cloud-based security provider computer
300 according to some embodiments of the present inven-
tion. As shown 1n FIG. 3, cloud security provider 114 may
maintain security profile information 116 including device
profiles 116a, corporate profiles 1165, and aggregate profile
customizations 116c¢. Device profiles 116a may include
different security settings for different types of devices. For
example, desktop or workstation computers may have dii-
terent device profiles and security capabilities than a smart-
phone or tablet computer. Corporate profiles 11656 may
include particular securnity settings for different organiza-
tions supported by the cloud security provider. For example,
government agencies may have different security require-
ments than private companies. Corporate profiles may fur-
ther include different profiles for different subsets of any
given entity, depending on how the entity 1s organized. This
way, existing RBAC, ACL, or other access control rules that
are 1mplemented by an organization can be imported by the
cloud security provider 114. This allows enterprise-wide,
consistent security services without requiring the cloud
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security provider or the corporate entity to recreate existing
rules systems. In some embodiments, aggregate profile
customizations 116¢ may be maintained by the cloud secu-
rity provider 114 with the security profile information 116.
Aggregate prolfile customizations can include a record of all
changes made to the security profiles by an end user or
application.

Registration authority database 118 may include aggre-
gate permissions 118a, default application settings 1185 and
third party permission settings 118¢. Aggregate permissions
118a can monitor the default settings for particular data
items, types of data, or applications. When a profile cus-
tomization 1s received, 1t can be compared to the aggregate
permissions to determine whether it 1s within permitted
bounds or whether additional authentication or authorization
1s required before allowing the customization. For example,
if the customization 1s only present 1n ten percent of users
profiles, the user may be prompted before implementing the
customization. Default application settings 11856 can include
aggregated permissions maniiests associated with any or all
applications supported by cloud security provider 114. This
may include applications associated with a particular appli-
cation market, device, or organization. Third party permis-
s10on settings 118¢ may 1nclude specific permissions settings
from corporations, agencies or other organizations. For
example, explicit allow and explicit deny permissions may
be maintained 1n third party permission settings 118¢, which
may allow for overrides of preexisting corporate profiles
without the need to update the corporate profiles.

Credential database 120 may include a credential update
module 120q that allows users to recover and/or change their
security credentials (e.g., 1T lost, forgotten, or compromised).
Credential database 120 may also include user data 12056
which may include data associated with a user, such as
Personal Identitying Information (PII) (e.g., name, home
address, e-mail address, phone number, social security num-
ber, etc.), Personal Account Information (PAI) associated
with a financial account (e.g., primary account number
(PAN), expiration date, verification numbers or codes, etc.),
Personal 1dentification Number (PIN), or a username/pass-
word associated with other types ol non-financial accounts
(e.g., email accounts), etc. User data 1205 may include an
agoregate of data from many different users. In some
embodiments, user data 1205 may be stored 1n segregated
data stores depending on the organization to which a user
belongs. For example, government agency employee data
may be stored in one data store and a corporation’s
employee data may be stored 1n a separate data store.

Analytics module 302 may interpret the security profile
data 116, registration authority database 118, and credential
database 120 to dynamaically adapt existing security profiles
in view of changing security demands. Analytics module
302 can maintain current DSL definitions 3024, which pay
be periodically synchronized with computing devices, such
as computing device 100. By monitoring aggregate profile
customizations 116c¢, updates to the DSL definitions can be
“crowdsourced” enabling the DSLs to be updated more
quickly than they may otherwise be in view of changing
security requirements or expectations. Such analyses can be
performed 1 a number of different dimensions. For
example, time based analysis module 3025 can track aggre-
gate profile customizations for each data item, data type, or
application over time. This data may be visually represented
as a scatter plot, with time on one axis and custom security
level on the other axis, allowing the security trends to be
visualized. User analysis module 302¢ may track a total
number of users who have changed a security level. User
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analysis module 302 may also track subsets of users within
organizations. For example, 1f three quarters of the sales
team ol a corporation changes their weather data security
settings, the sales team security profile can be updated to
automatically increase the security settings accordingly.
Corporate analysis module 3024 may compare settings
across different organizations and may make recommenda-
tions to update a company’s security policies if the policies
are not 1n line with the company’s competitors.

As an example, data associated with a weather app 1s by
default associated with a “not sensitive” DSL. I the weather
app data 1s monitored and 1t 1s determined that an increasing
number of users are changing the data permission to “sen-
sitive” the analytics module 302 can update the DSL defi-
nitions to retlect that change. Thresholds may be defined that
trigger automatic DSL updates (e.g., number of users chang-
ing, velocity of users changing, etc.) or to automatically alert
an admimstrator to consider updating their DSL definitions
or security profiles.

FIG. 4 shows examples of data sensitivity levels for use
in a data sensitivity level-based security system according to
some embodiments of the present mnvention. Chart 400
shows examples of different tiers in which data may be
classified based on the data’s sensitivity 412, and which may
correspond to different authentication levels 410. In the
examples shown in chart 400, a “trusted” authentication
level 402 corresponds to highly sensitive DSL, “private”
authentication level 404 corresponds to sensitive DSL,
“untrusted” authentication level 406 corresponds to not
sensitive DSL, and “blacklist” 408 corresponds to data that
may not be accessed. Chart 400 further shows example data
414 that may be associated with each DSL. For example,
highly sensitive data may include payment transaction data,
bank account data or other highly sensitive data such as
PAN, PIN, financial transaction history, access codes, etc. In
some embodiments, data associated with a particular app
can be associated with the highly sensitive DSL by default,
such as banking apps, password vaults, payment wallets, etc.
Data associated with the sensitive DSL may include data that
1s less sensitive than the highly sensitive data, but that is
sensitive enough that the user wants to limit access to the
data. This may include email, text, and/or call history, social
network data, medical data, and cached data. Not sensitive
data may include weather data, music/media data, web
browser data, etc. Access to this data may generally be
provided without requiring additional authentication.

In some embodiments, each authentication level can be
associated with different security imnformation that may be
requested from the requestor before access 1s granted. It the
requestor already possesses the appropriate security infor-
mation, 1t can be provided with the data request and access
can be provided once the security information has been
validated. If the requestor does not possess the appropriate
security 1nformation, the requestor can be prompted to
provide additional i1dentification information or credential.
Different DSLs may require different authentication levels.
The authentication level associated with a DSL may be
maintained in DSL definitions 206, and periodically updated
based on aggregate changes made in DSL definitions 302a
by analytics module 302. For example, highly sensitive data
may require two-factor authentication, whereas sensitive
data may require a PIN or password. Furthermore, the
security mformation may be associated with one or more
restrictions 416. For example, the security mnformation that
allows access to highly sensitive data may be active for a
limited time period or until a predefined security event
occurs. Security events may include turning the computing
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device ofl, logging out, putting the computing device in
standby mode, or other changes 1n computing device state.

In accordance with an embodiment, the tiers shown 1n
FIG. 4 are not statically defined. Instead, these tiers may
represent an imitial condition assigned to a user, device
and/or application and the data associated therewith. Based
on usage, user input, and other factors, the system can
dynamically reclassily the sensitivity of data and change
access requirements accordingly.

FIG. 5 shows an example of a decision table for use 1n a
data sensitivity level-based security system according to
some embodiments of the present invention. Decision table
500 shows an example of one way of determining a data
sensitivity level of a data based on contextual information

related to various security profiles 508, mcluding a user
profile 502, app profile 504, and device profile 506. Each
profile can be associated with various permissions 510-514
(Permission 1, Permission 2, . . . Permission N). A given
permission can correspond to particular data items, such as
customizations defined by the user, application, or other
registered entity. In some embodiments, decision table 500
may be specific to a particular user or group of users. In
some embodiments, a user may be associated with multiple
devices and data may be determined to be more or less
sensitive depending on the device used. For example, on a
secure mobile device, fewer data items may be classified as
highly sensitive whereas from a public or untrusted com-
puting device more data items may be classified as highly
sensitive.

In accordance with an embodiment, computing device
state can be used as a data security input to determine an
authentication level required. For example, 1f the mobile
device state indicates the device i1s located in a foreign
country, an additional level of authentication may be applied
to highly sensitive data, or may be applied to all data
requests. In some embodiments, each box 1n decision table
500 may represent a binary value (e.g., grant/deny) or may
represent a plurality of values (e.g., Lo, Med, and Hi. To
determine a DSL for a given data item, a permission
corresponding to the data item can be identified and the
values of the column can be evaluated to determine the DSL.
For example, the values may be summed and depending on
the total, a DSL may be identified (e.g., O-1=Highly Sensi-
tive; 2=Sensitive; 3+=Not Sensitive).

FIG. 6 shows a flow diagram 600 of a registration process
for use 1 a data sensitivity level-based security system
according to some embodiments of the present invention. At
step 605, a request to register 1s recerved through an appli-
cation executing on a computing device. The request may be
mitiated by a user when setting up a computing device
and/or by an administrator or manufacturer. In some
embodiments, when an application 1s mstalled on the com-
puting device 1t can automatically register with the cloud
security provider and/or data security engine without being
initiated by the user.

At step 610, one or more predefined security profiles can
be presented. As described above, the predefined security
profiles may be defined by the cloud security providers to
provide default security levels. Each predefined security
profile may include customization points that can be con-
figured by the user or application to modily the predefined
security profile to meet the particular security needs of the
user or application (e.g., changing the sensitivity level of
particular data items or types of data). In some embodi-
ments, the customizations include a selection of data and a
custom data sensitivity level.
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At step 615, a selection of a predefined security profile
and one or more customizations can be received. In some
embodiments, the cloud security provider can compare the
customizations with aggregate customizations made by
other users, applications, administrators, and/or other enti-
ties. If the customizations appear i a small number of
aggregate security profiles, the requestor can be prompted to
coniirm the customizations. For example, i1 the customiza-
tions appear n fewer than half of aggregate customized
profiles a confirmation screen may be rendered; i1t the
customizations appear in fewer than twenty-five percent of
aggregate customized profiles, the confirmation screen may
be rendered and a higher authentication level may be
required. This may prevent, e.g., malicious applications
from making unknown changes to default security profiles.

At step 620, the requestor 1s registered with a custom
security profile based on the predefined security profile. In
some embodiments, the custom security profile may be
periodically updated by a cloud security provider server
based on changes to the aggregate security profile. In some
embodiments, a user may be prompted to accept or refuse
the updates.

FIG. 7 shows a flow diagram 700 of a method of con-
trolling access to data 1n a data sensitivity level-based
security system according to some embodiments of the
present invention. At step 705, a computing device including
One Or more processors, receives a request to access data.
The request may originate with a user or may be submitted
without mput from the user (e.g., during installation of an
application, the application may request access to particular
data).

At step 710, the computing device determines a data
sensitivity level associated with the data. The data sensitivity
level 1s determined by analyzing a plurality of security
inputs using a decision model. For example, the data sen-
sitivity level may depend on the type of computing device
being used, customizations defined by a user, adminstrator,
application, or other entity. In some embodiments, the
plurality of security mputs may include mnitial permissions
associated with a requesting application; customizations;
and computing device state. In some embodiments, the
plurality of security inputs may be analyzed by assigning a
weight to each of the plurality of inputs, 1dentifying one or
more of the plurality of mnputs having a highest weight; and
determining the data sensitivity level associated with the one
or more of the plurality of inputs having the highest weight.

At step 715, the computing device can determine an
authentication level associated with the request. For
example, the requestor may be associated with security
information that defines the requestor’s current authentica-
tion level. For example, when a user logs into the computing
device with a password or PIN, the user may be associated
with security information granting access to sensitive mnfor-
mation. In some embodiments, greater authentication levels
may be obtained by providing additional authentication
credentials or performing multiple factor authentication.

At step 720, the computing device can compare the data
sensitivity level to the authentication level. In some embodi-
ments, the DSL definitions on the computing device can be
used to determine the authentication level required to access
the data. At step 725, 1f the security information does not
allow access to the data, then at step 730 the requestor can
be prompted for additional authentication information. Once
additional authentication has been received, processing can
return to step 720 and the new security information can be
compared to the DSL. In some embodiments, the additional
authentication information requested can be based on the
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DSL for the requested data. For example, the authentication
request can be for a security credential having a second
authentication level equal to or greater than the data sensi-
tivity level.

Returming to step 725, based on a response to the authen-
tication request, 1f the security information allows access to
the data, then at step 735 access to the data can be provided.
If the requestor cannot provide adequate authentication
information, access to the data can be denied.

In some embodiments, the computing device can deter-
mine the data sensitivity level of the requested data by
querying a DSL cache. If the DSL for the requested data 1s
in the DSL cache, the data sensitivity level associated with
the requested data can be returned. The data cache can
periodically send a request to update the data sensitivity
level to an access decision module

FIG. 8 illustrates at least some of the elements of an
exemplary mobile device 800 in accordance with some
embodiments. Mobile device 800 may be a mobile phone, a
tablet, a PDA, a laptop or any such electronic device capable
of communicating and transferring data or control instruc-
tions via a wireless network (e.g., cellular network, internet,
etc.) and short range communications. Mobile device 800
may include the processor 804 (e.g., a microprocessor) for
processing the functions of mobile device 800 (e.g., a phone)
and a display 814 to allow a user to see messages (e.g., alert
messages), phone numbers, 1images, and other information.
Mobile device 800 may further include mput elements 808
to allow the user to mput information into the device (e.g.,
using a keypad, touch screen, mouse, etc.), a speaker 816 to
allow the user hear voice communication, music, etc., and a
microphone 812 to allow the user transmait voice through the
device. Mobile device 800 may also include an antenna 802
for wireless data transier.

In some embodiments, mobile device 800 may allow the
user to communicate with one or more entities, such as the
entities described 1 FIG. 1. Mobile device 800 may act as
a payment device that may be used to make payments,
conduct a transaction, a communication device to allow a
user to log on to a website and download an application, eftc.
Mobile device 800 may also allow the user to download and
install security sensitive applications on the mobile device
800. The exemplary mobile device 800 may comprise a
computer readable medium (CRM) 802 comprising code
executable by the processor 804 for implementing methods
and processes using embodiments of the invention. The
computer readable medium 802 may be 1n the form of a
memory that stores data and could be internal to the device
or hosted remotely (i.e., cloud) and accessed wirelessly by
the device. A contactless element 806 may be capable of
transmitting and receiving wireless data or instructions using,
a short range wireless communications capability.

FI1G. 9 1s a high level block diagram of a computer system
that may be used to implement any of the enfities or
components described herein. The subsystems shown in
FIG. 9 are interconnected via a system bus 902. Additional
subsystems may include a printer 910, keyboard 918, fixed
disk 920, and monitor 912, which 1s coupled to display
adapter 914. Peripherals and mnput/output (I/0) devices,
which couple to 1I/O controller 904, can be connected to the
computer system by any number of means known in the art,
such as a serial port. For example, serial port 916 or external
interface 922 can be used to connect the computer apparatus
to a wide area network such as the Internet, a mouse input
device, or a scanner. The interconnection via system bus 902
allows the central processor 908 to communicate with each
subsystem and to control the execution of mstructions from
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system memory 906 or the fixed disk 920, as well as the
exchange of information between subsystems. The system
memory 906 and/or the fixed disk may embody a computer-
readable medium.

As described, the mventive service may mvolve imple-
menting one or more functions, processes, operations or
method steps. In some embodiments, the functions, pro-
cesses, operations or method steps may be implemented as
a result of the execution of a set of 1nstructions or software
code by a suitably-programmed computing device, micro-
processor, data processor, or the like. The set of instructions
or software code may be stored 1n a memory or other form
of data storage element which 1s accessed by the computing
device, microprocessor, etc. In other embodiments, the func-
tions, processes, operations or method steps may be 1mple-
mented by firmware or a dedicated processor, ntegrated
circuit, etc.

It should be understood that the present invention as
described above can be implemented in the form of control
logic using computer software in a modular or integrated
manner. Based on the disclosure and teachings provided
herein, a person of ordinary skill in the art will know and
appreciate other ways and/or methods to implement the
present invention using hardware and a combination of
hardware and software.

The term “machine-readable storage medium™ includes,
but 1s not limited to, portable or non-portable storage
devices, optical storage devices, and various other mediums
capable of storing, containing, or carrying instruction(s)
and/or data. A machine-readable medium may include a
non-transitory medium 1n which data may be stored and that
does not 1clude carrier waves and/or transitory electronic
signals propagating wirelessly or over wired connections.
Examples of a non-transitory medium may include, but are
not limited to, a magnetic disk or tape, optical storage media
such as compact disk (CD) or digital versatile disk (DVD),
flash memory, memory or memory devices. A computer-
program product may include code and/or machine-execut-
able mstructions that may represent a procedure, a function,
a subprogram, a program, a routine, a subroutine, a module,
a soltware package, a class, or any combination of instruc-
tions, data structures, or program statements. A code seg-
ment may be coupled to another code segment or a hardware
circuit by passing and/or receiving information, data, argu-
ments, parameters, or memory contents. Information, argu-
ments, parameters, data, etc. may be passed, forwarded, or
transmitted via any suitable means including memory shar-
Ing, message passing, token passing, network transmission,
etc.

Furthermore, embodiments may be implemented by hard-
ware, software, firmware, middleware, microcode, hardware
description languages, or any combination thereof. When
implemented 1n software, firmware, middleware or micro-
code, the program code or code segments to perform the
necessary tasks (e.g., a computer-program product) may be
stored 1n a machine-readable medium. A processor(s) may
perform the necessary tasks.

Systems depicted in some of the figures may be provided
in various configurations. In some embodiments, the sys-
tems may be configured as a distributed system where one
or more components of the system are distributed across one
or more networks 1n a cloud computing system.

Any of the software components or functions described 1n
this application may be implemented as software code to be
executed by a processor using any suitable computer lan-
guage such as, for example, Java, C++ or Perl using, for
example, conventional or object-oriented techniques. The
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soltware code may be stored as a series of instructions, or
commands on a computer-readable medium, such as a
random access memory (RAM), a read-only memory
(ROM), a magnetic medium such as a hard-drive or a tloppy
disk, or an optical medium such as a CD-ROM. Any such
computer-readable medium may reside on or within a single
computational apparatus, and may be present on or within
different computational apparatuses within a system or net-
work.

While certain exemplary embodiments have been
described 1n detail and shown in the accompanying draw-
ings, 1t 1s to be understood that such embodiments are
merely 1llustrative of and not intended to be restrictive of the
broad ivention, and that this invention 1s not to be limited
to the specific arrangements and constructions shown and
described, since various other modifications may occur to
those with ordinary skill 1n the art.

As used herein, the use of “a”, “an” or “the” i1s intended
to mean “at least one”, unless specifically indicated to the

contrary.
What 1s claimed 1s:

1. A method comprising:

receiving, by a mobile device including one or more
processors, a request by a user to access data required
to be used by an application executing on the mobile
device;

determining, by the mobile device, a data sensitivity level
associated with the data, wherein data having a higher
data sensitivity level requires a greater authentication
level to access the data and data having a lower data
sensitivity level requires a lower authentication level to
access the data, wherein the data sensitivity level
associated with the data 1s dependent on a plurality of
security iputs, wherein the data sensitivity level varies
between a first user having a first set of security imnputs
and a second user having a second set of security inputs
different from the first user, and wherein the data
sensitivity level varies according to a type of the data
required to be used by the application requested by the
user;

determining, by the mobile device, an authentication level
associated with the user making the request 1n order to
access the data requested by the user;

comparing, by the mobile device, the data sensitivity level
of the data requested by the user to the authentication
level associated with the user;

determining, by the mobile device, whether the authenti-
cation level of the user satisfies the data sensitivity
level required to be used by the application;

in response to determining that the authentication level of
the user 1s lower than the data sensitivity level for the
data, sending a request to the user for authentication
information;

in response to sending the request for authentication
information, receiving authentication information from
the user; and

in response to determining whether the authentication
level of the user and the authentication information
received from the user satisfies the data sensitivity level
required for the data required to be used by the appli-
cation, providing or denying access to the data required
to be used by the application.

2. The method of claim 1 wherein determining a data

sensitivity level associated with the data further comprises:

querying a data sensitivity level cache for the data; and

returning the data sensitivity level associated with the data
from the data sensitivity level cache.
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3. The method of claim 1 wherein the plurality of security
inputs include one or more of:

imitial permissions associated with a requesting applica-

tion;

customizations; and

mobile device state.

4. The method of claim 2, further comprising analyzing
the plurality of security iputs by a decision model, wherein
the analyzing further comprises: assigning a weight to each
of the plurality of security inputs; identifying one or more of
the plurality of iputs having a highest weight; and deter-
mining the data sensitivity level associated with the one or
more of the plurality of inputs having the highest weight.

5. The method of claim 1, further comprising updating the
data sensitivity level based on aggregate permission data
from a plurality of users.

6. The method of claim 1, further comprising;:

determining that the authentication level 1s lower than the

data sensitivity level; and

sending an authentication request for a security credential

having a second authentication level equal to or greater
than the data sensitivity level.
7. The method of claim 6, wherein the security credential
1s associated with temporal limitation and a security event
limitation.
8. The method of claim 2, further comprising:
periodically requesting updates to the data sensitivity level
stored 1n the data sensitivity level cache from a cloud
security provider server.
9. The method according to claim 1, wherein the request
to access the data required to be used by the application 1s
received via the application.
10. A mobile device, comprising:
one or more processors; and
a memory communicatively coupled to the one or more
processors, wherein the one or more processors are
configured to execute 1instructions included in the
memory to perform operations for a data sensitivity
module, the operations comprising:
a request by a user to access data required to be used by
an application executing on the mobile device;

determiming a data sensitivity level associated with the
data, wherein data having a higher data sensitivity level
requires a greater authentication level to access the data
and data having a lower data sensitivity level requires
a lower authentication level to access the data, wherein
the data sensitivity level associated with the data 1s
dependent on a plurality of security imnputs, wherein the
data sensitivity level varies between a first user having
a first set of security mputs and a second user having a
second set of security iputs different from the first
user, and wherein the data sensitivity level varies
according to a type of the data required to be used by
the application requested by the user;

determiming an authentication level associated with the

user making the request in order to access the data
requested by the user;

comparing the data sensitivity level of the data requested

by the user to the authentication level associated with
the user:;
determining, by the mobile device, whether the authenti-
cation level of the user satisfies the data sensitivity
level for the data required to be used by the application;

in response to determining that the authentication level of
the user 1s lower than the data sensitivity level for the
data, sending a request to the user for authentication
information;
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in response to sending the request for authentication
information, recerving authentication information from
the user; and
in response to determining whether the authentication
level of the user and the authentication information
from the user satisfies the data sensitivity level required
for the data required to be used by the application,
providing or denying access to the data required to be
used by the application.

11. The mobile device of claim 10 wherein determining a
data sensitivity level associated with the data further com-
Prises:

querying a data sensitivity level cache for the data; and

returning the data sensitivity level associated with the data

from the data sensitivity level cache.

12. The mobile device of claim 10 wherein the plurality
of mnputs include one or more of:
initial permissions associated with a requesting application;

customizations; and

mobile device state.

13. The mobile device of claim 11, wherein the one or
more processors are configured to execute instructions
included in the memory to perform operations comprising
analyzing the plurality of security mputs by a decision
model, wherein the analyzing comprises:

assigning a weight to each of the plurality of security

inputs;
identifying one or more of the plurality of inputs having
a highest weight; and

determining the data sensitivity level associated with the
one or more of the plurality of inputs having the highest
weight.

14. The mobile device of claim 10, wherein the data
sensitivity module 1s further configured to update the data
sensitivity level based on aggregate permission data from a
plurality of users.

15. The mobile device of claim 10, wherein the data
sensitivity module 1s further configured to:

determine that the authentication level i1s lower than the

data sensitivity level; and

send an authentication request for a security credential

having a second authentication level equal to or greater
than the data sensitivity level.

16. The mobile device of claim 15, wherein the security
credential 1s associated with temporal limitation and a
security event limitation.
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17. The mobile device of claim 11, wherein the data
sensitivity level cache 1s configured to periodically request
updates to the cached data sensitivity levels from a cloud
security provider server.

18. A method comprising:

receiving a request from an administrator to register a first

user through an application executing on a mobile
device;

presenting, to the administrator, one or more predefined

security profiles, each of the one or more predefined
security profiles including customization points that are
configurable for varying a sensitivity level for a selec-
tion of data required to be used by the application
executing on the mobile device;

receirving, from the admimstrator, a selection of a pre-

defined security profile and one or more customizations
for the customization points corresponding to the
selected predefined security profile, the one or more
customizations including the selection of data required
to be used by the application and a sensitivity level,
wherein data having a higher data sensitivity level
requires a greater authentication level and additional
authentication information for the first time user 1n
order to access the data required to be used by the
application and data having a lower data sensitivity
level requires a lower authentication level and authen-
tication information for the first user 1n order to access
the data required to be used by the application, and
wherein the data sensitivity level varies according to a
type of the data required to be used by the application;
and

registering the first user with a custom security profile

based on the predefined security profile and the one or
more customizations, wherein the data sensitivity level
for the first user indicated by the custom security profile
1s different from other users with different customiza-

tions.

19. The method of claam 18 wherein the one or more
predefined security profiles are generated based on aggre-
gate security profile mmformation stored i1n a registration
authority database.

20. The method of claim 19 wherein the aggregate secu-
rity profile information 1s updated periodically by a cloud
security provider server.

21. The method of claam 18 wherein the one or more
customizations include a selection of data and a custom data
sensitivity level.
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